One of my Office's functions under the Ombudsman Act 2001 is to help agencies to improve the quality of their decision-making and administrative practices.

With this function in mind, I published a report in 2007 to provide guidance to public sector regulators. The report was published with the consent of the then Speaker, the Honourable Mike Reynolds, AM, MP, given under s.54 of the Act.

The report discusses the principles of good regulatory practice from a public sector perspective, and illustrates those principles by using case studies drawn from investigations conducted by my Office. It contains many suggestions about ways public sector agencies can improve their regulatory practices.

The report has now been amended to include new case studies (based on more recent investigations) that demonstrate aspects of good regulatory practice.

Since the report was first published, the Ombudsman Act has been amended to authorise me to publish information to help agencies improve their administrative practices and procedures, provided the information does not identify any person.

This second edition of Tips and Traps for Regulators is published under that authority.

I trust public sector regulators and their officers will find the report both informative and useful.

David Bevan
Queensland Ombudsman
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Over the years, the Office of the Queensland Ombudsman has investigated numerous complaints about the actions of public sector agencies in their role as regulators.

Those investigations have highlighted the challenging nature of that role having regard to the high standards public sector regulators are expected to meet in regard to efficiency, effectiveness, consistency and accountability.

Our investigations have also identified areas of regulatory activity in which agencies often fail to meet these standards.

This report explains the principles of good regulatory practice and uses case studies drawn from investigations we have conducted to illustrate common deficiencies in regulatory practice and their causes. It also contains numerous recommendations for improving agencies’ practices and procedures.

The report is therefore intended as a guide for agencies that discharge regulatory functions and can be used as a tool for reviewing and identifying improvements to their systems and practices in areas such as:

- case assessment and choosing the best regulatory option
- investigative planning and evidence gathering
- prioritising work
- communicating with notifiers and persons affected by investigations
- exercising the discretion to take prosecution action
- maintaining independence and the perception of independence
- working with other agencies with overlapping or related responsibilities
- recordkeeping
- recruitment and training
- policies and manuals
- audits of regulatory performance.

The report also contains a Regulator’s Audit Tool (Appendix B) based on the recommendations in this report, which agencies can use to identify areas for improvement.

It should be noted that the report does not discuss the merits of the various regulatory models or suggest which model regulators should adopt. Regulators’ roles and circumstances vary and they must determine for themselves the regulatory model most appropriate for them to adopt.
Chapter 1  **Introduction** explains the role of the Ombudsman and the purpose of this report.

Chapter 2  **Ensuring knowledge, skills and values** examines how effective recruitment practices and ongoing training affect the skills and values of enforcement officers.

Chapter 3  **Discretion and the role of risk management** focuses on the regulator’s discretion to choose the enforcement action it will take in relation to a potential breach (or class of potential breach) of a regulatory scheme. The chapter also highlights the importance of balancing reactive and proactive work.

Chapter 4  **Investigative practices** looks at the impact of poor investigative planning and offers advice to improve investigative practices.

Chapter 5  **Systems for effective regulation** examines systems (including policies and procedures) that can be implemented to support effective regulatory practice.

Chapter 6  **Regulators working together** discusses issues that arise where regulators’ responsibilities overlap and provides advice on how regulators can effectively work together.

Chapter 7  **Communication with the public** deals with the importance of effectively communicating regulatory policies and practice to improve compliance as well as communicating with notifiers and those with an interest in the outcome of an investigation.

Chapter 8  **Regulatory scheme** defines the components of a good regulatory scheme.

Chapter 9  **Regulatory independence** deals with issues of independence where a regulator receives notification that another regulator is a potential offender.

Chapter 10  **Recordkeeping** talks about the importance of regulators making and keeping appropriate records of all significant operational activity.

Chapter 11  **Electronic data capture** explains how regulators can ensure electronic data is captured effectively as part of the recordkeeping and case management process.

Chapter 12  **Complaint management** discusses the importance of regulators having in place effective complaints management systems for dealing with complaints about their actions and the requirements of an effective system.

Chapter 13  **Audits of regulators** outlines how audits can identify efficiencies and explains how to use the Regulator’s Audit Tool found at Appendix B.

Chapter 14  **Conclusion** encourages regulators to use the report as a resource for reviewing and evaluating the effectiveness of their regulatory systems.
**DICTIONARY AND ABBREVIATIONS**

<table>
<thead>
<tr>
<th>Term</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>Agency</td>
<td>Means a department, local government or public authority that is a regulator, unless the context indicates otherwise</td>
</tr>
<tr>
<td>Better Decisions Project report</td>
<td>The report titled Better Decisions Project: A framework for effective administrative decision making systems, a joint project of the then Department of Tourism, Fair Trading and Wine Industry Development and the Queensland Ombudsman (in partnership with the Department of the Premier and Cabinet) (2005)</td>
</tr>
<tr>
<td>Bring-up</td>
<td>A reminder or other form of prompt, either manual or electronic</td>
</tr>
<tr>
<td>Case</td>
<td>A case based on a notification or on other information that an alleged breach has or may have occurred</td>
</tr>
<tr>
<td>CEO</td>
<td>Chief executive officer</td>
</tr>
<tr>
<td>Complainant</td>
<td>A person who makes a complaint about a regulator</td>
</tr>
<tr>
<td>Complaint</td>
<td>A complaint about a regulator</td>
</tr>
<tr>
<td>Enforcement action</td>
<td>Any action (including an investigation or court action) taken by a public sector agency to address or prevent non-compliance with a regulatory scheme or to encourage compliance with the scheme</td>
</tr>
<tr>
<td>Enforcement officer</td>
<td>An officer of an agency who performs enforcement responsibilities</td>
</tr>
<tr>
<td>Enforcement responsibility</td>
<td>A statutory responsibility to take enforcement action</td>
</tr>
<tr>
<td>FOI Act</td>
<td>Freedom of Information Act 1992 (Qld)</td>
</tr>
<tr>
<td>Investigation</td>
<td>An inquiry by an agency into a notification or breach or potential breach of a regulatory scheme, regardless of the complexity of the inquiry</td>
</tr>
<tr>
<td>IS40</td>
<td>Information Standard 40 – Recordkeeping, published by Queensland State Archives</td>
</tr>
<tr>
<td>Judicial Review Act</td>
<td>Judicial Review Act 1991 (Qld)</td>
</tr>
<tr>
<td>Lead agency</td>
<td>An agency with primary responsibility for the administration of a regulatory scheme</td>
</tr>
<tr>
<td>Licence</td>
<td>A document issued under a regulatory scheme prescribing the conditions under which an activity may be carried on</td>
</tr>
<tr>
<td>Notification</td>
<td>A notification of a potential breach, including a self-notification</td>
</tr>
<tr>
<td>Notifier</td>
<td>A person who makes a notification</td>
</tr>
<tr>
<td>Office</td>
<td>Office of the Queensland Ombudsman</td>
</tr>
<tr>
<td>Ombudsman Act</td>
<td>Ombudsman Act 2001 (Qld)</td>
</tr>
<tr>
<td>Partner agency</td>
<td>Each agency in a regulation group</td>
</tr>
<tr>
<td>PIN</td>
<td>An acronym for ‘penalty infringement notice’ and used to notify a person of a fine imposed for a breach of a regulatory scheme</td>
</tr>
<tr>
<td>Potential breach</td>
<td>A potential breach of a regulatory scheme</td>
</tr>
<tr>
<td>Potential offender</td>
<td>Includes:</td>
</tr>
<tr>
<td></td>
<td>• An individual or entity the subject of the notification or issue of concern to the public sector agency</td>
</tr>
<tr>
<td></td>
<td>• A licence holder</td>
</tr>
<tr>
<td>PS Act</td>
<td>Penalties and Sentences Act 1992 (Qld)</td>
</tr>
<tr>
<td>Public Records Act</td>
<td>Public Records Act 2002 (Qld)</td>
</tr>
<tr>
<td>Public sector agency</td>
<td>Means a department, local government or public authority</td>
</tr>
<tr>
<td>QORE</td>
<td>Queensland Office of Regulatory Efficiency</td>
</tr>
<tr>
<td>--------------</td>
<td>--------------------------------------------</td>
</tr>
<tr>
<td>Regulation group</td>
<td>A group of agencies with responsibilities for the administration of a regulatory scheme or aspects of the scheme, whether their jurisdiction overlaps or not</td>
</tr>
<tr>
<td>Regulator</td>
<td>A public sector agency with responsibilities for the administration of a regulatory scheme or part of a scheme</td>
</tr>
<tr>
<td>Regulatory scheme</td>
<td>A scheme established by legislation for regulating specified activities or categories of activity</td>
</tr>
<tr>
<td>RTI Act</td>
<td>Right to Information Act 2009 (Qld)</td>
</tr>
<tr>
<td>Self-notification</td>
<td>A notification of a potential breach made by the potential offender</td>
</tr>
<tr>
<td>WEP</td>
<td>The Workplace Electrocution Project – An investigation into the adequacy of the responses of government agencies to nine fatal electrical incidents; and an analysis of the effectiveness of changes made to Queensland’s electrical safety framework since those incidents occurred</td>
</tr>
<tr>
<td>WEP report</td>
<td>Report of the Queensland Ombudsman – The Workplace Electrocution Project – A report on investigations into the adequacy of the responses of government agencies to nine fatal electrical incidents; and an analysis of the effectiveness of changes made to Queensland’s electrical safety framework since those incidents occurred, published by the Queensland Ombudsman (2005)</td>
</tr>
</tbody>
</table>
The role of the regulator is becoming increasingly complex and demanding. As one leading academic in the field explains it:

Regulators, under unprecedented pressure, face a range of demands, often contradictory in nature: be less intrusive - but be more effective; be kinder and gentler - but don’t let the bastards get away with anything; focus your efforts - but be consistent; process things quicker - and be more careful next time; deal with important issues - but do not stray outside your statutory authority; be more responsive to the regulated community - but do not get captured by industry.¹

This report discusses the principles of good regulatory practice from a public sector perspective and illustrates those principles by using case studies drawn from investigations conducted by my Office. It then suggests ways public sector agencies can improve their regulatory practices.

1.1 ROLE OF OMBUDSMAN

Section 12(c) of the Ombudsman Act 2001 (Ombudsman Act) requires me to consider the 'administrative practices and procedures of agencies generally' with a view to making recommendations or providing other help to them to improve their practices and procedures. I am aware, from monitoring the complaints my Office receives, of deficiencies in the systems of some regulators.

1.2 PUBLICATION WITH APPROVAL OF SPEAKER

Section 54 of the Ombudsman Act provides that:

The Speaker may, at the ombudsman’s written request, authorise the ombudsman to publish, in the public interest or in the interests of any agency, organisation or person—

(a) a report relating generally to the performance of the ombudsman’s functions; or
(b) a report relating to any particular case investigated by the ombudsman;

whether or not the matters to be dealt with in the report have been the subject of a report tabled in the Assembly under this Act.

In my opinion, publication of this report assists regulators to more effectively carry out their responsibilities. The first edition of this report was published under s.54 of the Ombudsman Act with the authority of the then Speaker of Parliament, the Honourable Mike Reynolds, AM, MP, given on 8 October 2007.

Since that time, the Ombudsman Act has been amended to authorise the Ombudsman to disclose information to an agency for the purpose of improving its administrative practice and procedures.\(^2\) This edition of the report is authorised under those amended provisions.

### 1.3 SOURCES USED IN THIS REPORT

In preparing this report, I have drawn upon a range of sources.

#### 1.3.1 Own initiative investigation

In late 2005, I decided to conduct, of my own initiative\(^3\), an investigative review of a sample of notifications received by a regulator with a view to assessing whether those notifications had been dealt with appropriately.

My decision stemmed from complaints received by my Office raising the following issues:

- whether officers were acting consistently in responding to notifications, especially in cases where officers decided to take no enforcement action
- whether officers were keeping proper records of their operational decisions about such incidents
- the effectiveness of the regulator’s relationship with partner agencies with overlapping responsibilities.

#### 1.3.1.1 Terms of reference and objects

The relevant terms of reference of my investigation were to examine:

- the appropriateness of the regulator’s administrative actions\(^4\) in relation to notifications
- the quality of records (including electronic records) made in respect of those administrative actions
- whether officers’ administrative actions were being properly supervised and audited
- the sufficiency of training of enforcement officers and supervisors
- the adequacy of proactive compliance programs and outcomes
- communication and coordination of activities with partner agencies
- interactions with partner agencies in circumstances where those agencies may have been potential offenders
- systems used for making, storing and providing access to records of enforcement action.

The principal objects of the investigation were\(^5\) to:

---

\(^2\) See s.92(1)(v)(A) of the Ombudsman Act.

\(^3\) Section 12(a)(iii) of the Ombudsman Act.

\(^4\) For the purposes of the Ombudsman Act, ‘administrative action’ includes both an act and an omission.

\(^5\) In relation to the terms of reference.
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- identify relevant practices and procedures
- determine the extent to which officers were complying with the practices and procedures
- determine whether the practices and procedures were adequate
- recommend improvements to the practices and procedures
- if applicable, formulate proposals to amend legislation to enhance regulation.

I gave my final report and recommendations in respect of that investigation to the CEO of the regulator.

A number of the themes in that report are of general interest to regulators and are discussed in this report.

1.3.2 WEP report

On 30 June 2005, my report, called *The Workplace Electrocution Project – A report on investigations into the adequacy of the responses of government agencies to nine fatal electrical incidents; and an analysis of the effectiveness of changes made to Queensland’s electrical safety framework since those incidents occurred* (WEP report), was tabled in the Queensland Parliament.

The WEP report summarised my opinions and recommendations, and those of the former Ombudsman, concerning:

- whether the agencies had complied with their legislative responsibilities to investigate the fatal incidents and take appropriate regulatory action
- how the investigation of such incidents and the electrical safety regulation system in Queensland could be improved.

In the WEP report, I expressed opinions and made recommendations about a number of issues of significance to regulators, namely:

- investigative planning
- investigative skills and expertise
- access to experts
- supervision
- the role of regulators
- effective regulatory schemes
- good regulatory strategy
- the dangers of regulatory capture.

These issues are also discussed in this report.

1.3.3 Mine Safety Report

The Mine Safety Report contained my opinions and recommendations concerning:

- Queensland Mines Inspectorate’s investigative process
- actions taken in relation to breaches of mine safety legislation
- the quality of records made about those actions
- policies and practices in relation to prosecution or other action for breaches of the mine safety legislation
- training of inspectors
- the adequacy of proactive compliance programs and outcomes
- systems used for the collection and storage of, and access to, compliance data
- the availability of compliance data to the public
- allegations that the Inspectorate was too close to mining interests.

The Mine Safety Report contained recommendations about a number of issues of significance to regulators.

1.3.4 Better Decisions Project report

The Better Decisions Project was established in April 2003 by the then Department of Tourism, Racing and Fair Trading, in partnership with the Department of the Premier and Cabinet, and my Office. Officers from the Department of Justice and Attorney-General and the Queensland Building Services Authority also contributed their experience, expertise and guidance to the project as members of a consultative committee.

The report on the project presents an administrative framework, developed in the project, referred to as the ‘Better Decisions Framework’. The report examines administrative decision-making at a systems level, focusing particularly on decision-making systems for regulatory functions, such as registration and accreditation programs, occupational and business licensing, and enforcement of legislation.

The Better Decisions Framework is primarily intended to be a guide for officers involved in the design and establishment of new administrative decision-making systems, and officers participating in substantial reviews of existing decision-making systems.

1.3.5 Other case studies

Since the Ombudsman’s Office commenced in 1974, it has investigated many complaints about the conduct of public sector agencies as regulators. This report also draws on some of those investigations as case studies.

1.4 REGULATORY STRATEGY

The Council of Australian Governments has agreed that the following broad principles ought to apply to Australian regulatory schemes:
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Regulatory measures should contain compliance strategies which ensure the greatest degree of compliance at the lowest cost to all parties.  

Measures to encourage compliance may include … public education and consultation and the choice of alternative regulatory approaches with compliance in mind.  

Mandatory regulatory instruments should contain appropriate sanctions to enforce compliance and penalise non-compliance.  

As I stated in the WEP report, most regulatory authorities have a variety of enforcement actions available to them, such as:  

- persuading potential offenders to comply with their obligations through advice and education  
- issuing a warning for minor or first time breaches  
- issuing an infringement notice or other statutory notice requiring compliance  
- having the potential offender agree to an enforceable undertaking  
- taking prosecution action  
- revoking an existing licence, grant or privilege/right.  

There are a number of theories/models of regulation that postulate the order and/or circumstances in which various enforcement actions should be taken.  

---

1.5 WHAT THIS REPORT IS ABOUT

This report does not discuss the merits of the various regulatory models. Nor does it suggest which model regulators should adopt. Regulators’ circumstances vary and they are in the best position to determine which regulatory model is appropriate for them.9

My concern is that, regardless of the model adopted, a regulator should administer its regulatory scheme in a way that is:

- **Effective** – the regulator achieves the objectives of the regulatory scheme
- **Consistent** – the regulator fairly and equitably enforces the scheme
- **Transparent** – the regulator’s policies and procedures/strategies for administering the regulatory scheme are open to scrutiny by decision-makers (including supervisors) and those affected by the scheme
- **Accountable** – the regulator has and adheres to procedures about the way the regulatory scheme is to be administered.10

It is widely accepted that these aims are desirable.11 They are also consistent with the obligation on chief executive officers under s.51(1)(b) of the *Public Service Act 1996* to manage their agencies ‘in a way that promotes the effective, efficient, economical and appropriate management of public resources’.

Our investigations over the years have shown that some regulators have poor administrative practices in various aspects of regulation, from primary aspects (such as prioritisation) through to complementary aspects (such as recordkeeping). Those investigations were the catalyst for this report as they identified standards of good regulatory practice and made recommendations for improving regulatory practice.

---
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In this report, my recommendations are necessarily of a general nature as each regulator is different. I encourage regulators to seek the assistance of my Administrative Improvement Unit in implementing the suggested improvement measures in the way that best suits their own circumstances.

1.6 THE NATURE OF POLICIES

Many of my recommendations involve the development and implementation of policies. By policies, I mean any written practices and procedures of a regulator, regardless of their title (for example, ‘operational guidelines’ are policies).

Policies are a guide to consistency in the exercise of discretion, one of the key elements of good decision-making. As was stated by Brennan J in the Administrative Appeals Tribunal:12

*Inconsistency is not merely inelegant: it brings the process of deciding into disrepute, suggesting an arbitrariness which is incompatible with commonly accepted notions of justice.*

I am aware that many officers are under a misconception that policies must always be adhered to. This is not correct. Policies may be departed from if the application of the policy would, in the circumstances of a particular case, produce a result that is unreasonable. Brennan J also explained this concept in Re Drake No 2 (a case relating to the exercise of ministerial discretion13):

*There is a distinction between an unlawful policy which creates a fetter purporting to limit the range of discretion conferred by statute, and a lawful policy which leaves the range of discretion intact while guiding the exercise of the power.*14

The following case study involves a departmental policy that I considered to unlawfully fetter the exercise of discretion.

---

12 Re Drake and Minister for Immigration and Ethnic Affairs (No 2) (1979) 2ALD 634 at 639.
13 For a discussion of the different considerations applying to ministerial policy and departmental policies, see Control of Government Action, Text Cases and Commentary, Creyke and McMillan, LexisNexis Butterworths, 2005, at 11.5.9 to 11.5.12.
14 At 641.
CASE STUDY 1

A regulatory scheme provided that the regulator:

- 'shall consider each application' for a licence to carry out a certain commercial activity in a specific part of Queensland
- grant or refuse the application.

The regulator was in the process of conducting a detailed review of the circumstances in which it should grant these licences. In the meantime, the regulator’s policy provided that new applications for licences would only be approved when, following thorough assessment, no further concern existed about the possible impacts of the proposal on the site.

The regulator’s officers considered that the circumstances authorised an administrative moratorium on issuing new licences until the review had been finalised.

An applicant for a licence complained to my Office that his application had been rejected on the basis of the moratorium.

In considering the case, I noted the views of Pincus J in Re: Perder Investments Pty Ltd and Elmer,15 namely ‘When parliament says that in certain circumstances there is a discretion to grant permission, then no official may replace that law by one to opposite effect – for example by a law requiring that in no circumstance shall permission be granted’.

I formed the opinion that the moratorium was an unlawful policy in that it purported to prevent the exercise of the discretion contained in the regulatory scheme.

---

15 Re: Perder Investments Pty Ltd and Elmer (1991) 23 ALD 545.
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Consistent with this position, the Ombudsman is empowered to conduct an investigation if the administrative action to which the investigation relates was in accordance with 'a practice that is or may be unreasonable, unjust, oppressive, or improperly discriminatory in the particular circumstances'. If the Ombudsman is satisfied that an administrative action meets that description, the Ombudsman may report to the CEO of the relevant regulator and make recommendations that the regulator take action to rectify, mitigate or alter the effects of the administrative action or that any practice in accordance with which the administrative action was taken should be varied.

1.7 REGULATORY REFORM REVIEW, REGULATORY BEST PRACTICE HANDBOOK AND PROCEDURAL GUIDELINES

In July 2006, the Service Delivery and Performance Commission published a report called the Review of Legislative and Regulatory Reform Initiatives in the Queensland Government Phase 1 (Regulatory Reform Review). The report stated:

The review has observed that … consideration should be given to … promotion of innovation and policy education on regulation, enforcement and compliance to State government agencies.17

Recommendation 4 of the Regulatory Reform Review provides that:

It is recommended that the Director-General of DSDTI [the then Department of State Development, Trade and Innovation] identifies and evaluates regulatory best practice in the Queensland Government and elsewhere, and disseminates this information to all Queensland Government agencies on an ongoing basis …18

The DSDTI formed the Queensland Office of Regulatory Efficiency (QORE) in February 2007. The QORE's role includes publishing guidelines on regulatory best practice. The information in such guidelines may complement the information contained in this report. Throughout this report, I identify topics that may also be discussed in any guidelines. The contents of my report have been brought to the attention of the QORE.

---

1.8 TERMINOLOGY

1.8.1 Compliance and enforcement

I have noticed that some regulators tend to refer to ‘compliance’ as action (including no action or negotiated action) taken by the regulator in respect of a potential offender that does not involve court action and to ‘enforcement’ as court action taken by the regulator against a potential offender. To avoid confusion, throughout this report, I will refer to any action taken by a regulator to enforce or encourage compliance with a regulatory scheme as ‘enforcement action’.

1.8.2 Use of ‘we’ and ‘our’

Throughout the remainder of the report, I have used ‘we’ and ‘our’ rather than ‘I’ and ‘my’ for consistency and readability. However, it should be noted that, unless otherwise indicated:

- the reports on the investigations referred to in the case studies were my reports
- the recommendations referred to in the case studies were my recommendations.19

19 See s.86 Delegation, Ombudsman Act.
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For officers of regulators to be able to perform their duties competently and professionally, they must have the appropriate:

- **Knowledge** – being knowledge of the principles of regulatory and investigative practice and also technical knowledge relevant to the activity being regulated
- **Skills** – being skills incidental to knowledge
- **Values** – being a commitment to the regulator’s goals and to the accepted standards of good regulation.

As stated in the WEP report, enforcement officers in public sector agencies should adhere to certain core values, including the following:

- they work in a system demanding internal and external accountability and any decision made or action taken by them may be reviewed or questioned by other individuals and bodies
- their principal duty is to fairly enforce the regulatory scheme
- their primary task is to identify the truth about an alleged breach of the law and not to prejudge the case. In other words, they are required to perform their tasks in an impartial, independent and objective manner and not to identify personally with any party
- they should carry out their duties in a lawful and ethical manner and as expeditiously as possible
- they must declare to their manager any potential personal conflict of interest immediately they become aware of it.

In conducting investigations, enforcement officers must:

- check all apparent facts in dispute, which could be decisive or relevant to the outcome and not accept them at face value
- not act as a mediator, conciliator or advisor – the procedures used in these processes are generally inappropriate to the investigation of a statutory offence
- genuinely listen to both sides and give thorough and rational consideration to what is being said
- not form an opinion until all of the facts have been gathered
- never offer opinions or advice to any person while conducting an investigation
- prepare investigation reports that are stand-alone documents upon which their supervisors are able to make proper and informed decisions.

---

20 Also referred to as domain knowledge, for example, knowledge of activities that may affect the environment or knowledge of the particular issues in construction workplaces that impact on health and safety.
21 For example, ability to take statements or ability to conduct scientific or technical testing.
23 For example, Crime and Misconduct Commission, Queensland Audit Office, Queensland Ombudsman.
24 The investigation report may need to include attachments.
Regulators can ensure their officers possess the appropriate knowledge, skills and values through effective recruitment practices, policies and training programs.

2.1 RECRUITMENT PRACTICES

In developing the selection criteria for positions having regulatory functions, a regulator needs to ensure that those criteria are appropriate to the scheme being administered and will result in the appointment of persons with the right knowledge, skills and values to carry out those functions.

2.1.1 What we have found

Some regulators place too much weight on technical knowledge in their selection criteria, as the following case study illustrates.

CASE STUDY 2

Our investigation of a regulator indicated that it routinely recruited as enforcement officers persons who held technical or trade qualifications in the fields they were likely to investigate, rather than persons who had more generic investigative experience or skills. Our investigation demonstrated that persons with trade qualifications in the field they were investigating were unlikely to become competent enforcement officers without proper training and development, which the regulator had not provided.

On our recommendation the regulator changed its recruitment practices and enhanced training for its officers.

While we are not suggesting that persons who hold technical or trade qualifications should be considered ineligible for appointment as enforcement officers, as the previous Ombudsman pointed out, 'the conduct of investigations is a field of expertise in itself, and includes the appropriate sourcing, use and management of witnesses, including technical experts, to develop a brief of evidence for prosecution'.

Other regulators, in recruiting officers as enforcement officers, place undue weight on legal knowledge, under the misapprehension that it equates to investigative knowledge and, therefore, the officer will be able to 'hit the ground running', without undertaking training in investigative methodology.

The circumstances of the regulatory scheme (for example, whether scientific testing is required to establish a breach) will help regulators decide the extent of technical knowledge required of officers. Furthermore, a regulator’s concern that its enforcement officers need to also be technical experts can usually be addressed by giving enforcement officers access to such an expert, when necessary.
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2.1.2 What we recommend

Regulators should develop and implement policies that ensure:

- the selection criteria for enforcement officer positions place appropriate emphasis on investigative knowledge, technical knowledge, skills and values, as relevant to the regulatory scheme
- ‘gaps’ in the knowledge, skills and values of new recruits are identified and bridging training is arranged promptly.

2.2 POLICIES AND MANUALS

As stated in the WEP report, an essential ingredient of a good regulatory framework is a quality set of policies for the guidance of enforcement officers. It is also essential that officers comply with those policies in their decision-making, unless special circumstances require departure from a policy.

2.2.1 What we have found

A low level compliance by enforcement officers with the regulator’s policies can demonstrate a lack of effective supervision as was established in the following investigation.

CASE STUDY 3

A regulator had investigative policies in place but officers often did not comply with those policies. There had been little or no auditing or enforcement of compliance with the policies by management. Officers said that they were generally unaware of any consequences of non-compliance with the policies and that there had been little information, training or promotion of them. This led to inconsistent decision-making in enforcing the regulatory scheme.

Some regulators lack relevant operational policies for their enforcement officers, as the following case study illustrates.

---

27 See our comments about the nature of policies at section 1.6.
CASE STUDY 4

Our investigation of a regulator showed that it did not have policies, such as operational manuals, to guide its enforcement officers on:

- investigative practices, including the significance of different forms of evidence
- legislation and available enforcement action
- regulatory strategy and practices, including proactive compliance practices
- recordkeeping for officers of a regulator
- (for relevant officers) dealing with bereaved, stressed and challenging behaviours.

As a result, the regulator’s enforcement activity lacked consistency and was not transparent.

On our recommendation, the regulator developed a comprehensive investigative manual addressing the above issues.

In other investigations we have noted that although the regulators had relevant procedures, they were not collated in a logical, easily accessible way.

2.2.2 What we recommend

Regulators should develop and implement manuals for enforcement officers that cover:

- investigative and other enforcement practices
- legislation and available enforcement action
- regulatory strategy
- recordkeeping.

Manuals should be stored and updated electronically, and be subject to an appropriate version control system so officers can be confident that they are referring to the most recent version.

Regulators should develop and implement policies that ensure officers adhere to the provisions of the manuals; for example, by requiring supervisors to periodically audit a sample of files.28

2.3 TRAINING

As stated in the WEP report, the decision-making framework should make provision for the proper training and development of officers to ensure they have the knowledge, skills and values to perform their functions competently.29

---

28 For further discussion and recommendations about review systems, see section 5.4.
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2.3.1 What we have found

Many regulators do not have a coordinated system in place for managing the training they provide. Consequently, the training delivered is haphazard, as the following case studies illustrate.

CASE STUDY 5

Our investigation of a regulator revealed that:

- the investigative practice training provided by it was inadequate
- several enforcement officers told our investigators that they had never received any formal investigative training, despite the fact that they were required to interpret legislation, interview witnesses, prepare briefs of evidence, prepare court documents and give evidence on behalf of their regulator before a court, tribunal or other form of administrative inquiry
- enforcement officers had received varying amounts and types of training, depending on factors such as when they commenced employment with the regulator
- there was no formal system of bridging/refresher training
- there was no advanced course of training for enforcement officers
- there was no system of updates about legislation and policy changes.

As a result, the standard of the regulator’s investigations had been publicly criticised.

Following our recommendation, the regulator implemented an accredited investigations training program for its officers.
CASE STUDY 6

We investigated an allegation that a regulator’s investigation into a notification had been poorly handled. We found that both the investigation and the training of enforcement officers were inadequate.

We asked the regulator about its training regime. The regulator advised that it had devoted considerable efforts over the previous three years to the development and implementation of dedicated training and recruitment procedures to enhance the investigative skills of its inspectorate. Its investigations training program extended over a six-week period for new investigators and incorporated mock courts, practical assessment, and training modules directed towards:

- compliance
- registration
- investigative questioning
- legislation
- requirements for notebooks and recordkeeping.

The program addressed the kind of deficiencies we had identified in the regulator’s investigation.

However, the regulator also advised that training under the investigations training program was only provided to new inductees.

We recommended the regulator review the level of investigative skills of inspectorate staff. In particular, we recommended that the regulator identify inspectorate staff who had not successfully completed the investigations training program and ensure that the investigative skills of these officers were at least equal to the skills of officers who had completed the program.

Many regulators identify training issues through their performance review and planning process, whereby the performance of an enforcement officer is assessed at least annually by the officer and their supervisor and a plan is made for the officer’s development.

The officer’s need for development may be addressed through measures such as:

- training, provided by an internal or external trainer
- membership of professional associations
- continuing education provided by professional associations
- participation in formal mentoring schemes.

Officers of a regulator must be trained in its policies. It is the first step to ensure officers administer the regulatory system consistently. In the following case study, an investigation was closed prematurely because a supervisor did not understand the purpose of the regulator’s policy.
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CASE STUDY 7

The regulator received a notification, which, if substantiated, would have been an offence.

The enforcement officer conducted an initial interview. The interviewee provided 'leads' to other potential witnesses.

The regulator's policy was that if a case was likely to result in court action, then as soon as 'sufficient information' had been gathered, the officer was to prepare a report requesting approval from a committee to investigate the case with a view to court action. The reason for that policy was that the regulator did not want to see significant resources spent on detailed investigations if they were not likely to result in court action.

The officer and their supervisor agreed that certain other witnesses should be interviewed but prepared a report requesting approval to investigate the case for court action on the basis of the initial interview.

Another supervisor discouraged the officer from pursuing the approval for that course of action because the information included in the report was hearsay, although admissible evidence may have been available from the potential witnesses nominated by the original interviewee.

That supervisor did not understand the purpose of the approval process and that it was appropriate, for that purpose, to have regard to hearsay evidence.

The next case study relates to a situation where a lack of training in dealing with grieving relatives prejudiced a potential prosecution.

CASE STUDY 8

The notifier, a close relative of the deceased whose death was the subject of an investigation, held certain information that was relevant to the investigation and possible statutory breach. This information was not obtained from the notifier, because the enforcement officer was reluctant to interview the notifier so soon after the relative’s death. By the time the enforcement officer obtained the information from the notifier, the period for commencing prosecution proceedings had expired.

On our recommendation, the regulator developed a policy for dealing with such situations and a booklet for next of kin and provided training to its officers.

Officers taking part in training must be able to see the link between the subject matter of the training and their day-to-day work; otherwise, they are far less likely to retain what they have learnt. Some training does not make that link.

In one case, officers of the regulator told our investigators that the training provided to them was too generalised. Much of the training had been delivered by external providers who were not sufficiently familiar with the work of the enforcement officers.
If training is being provided to enforcement officers by an external consultant, the consultant must be well briefed on the nature and demands of the officers’ work; otherwise, the training may be perceived as lacking credibility and relevance.

Another deficiency in the training system of some regulators is that they do not have any formal process for ensuring that officers are advised of changes to legislation and policy.

**CASE STUDY 9**

During an investigation of a regulator’s practices, some of its enforcement officers told our investigators that they were rarely informed of changes to legislation and policy relevant to their work.

Other officers said that where the regulator did send out emails advising of legislation and policy changes, it did not provide any explanation of the changes. On these occasions, officers felt they were left to their own devices to ascertain whether the changes should affect their practices.

**2.3.2 What we recommend**

A regulator should:

- implement a training program that reflects its policies and encompasses appropriate types of training, whether provided externally or internally, such as standard training, bridging training, refresher training, advanced training, or training to enhance professional or technical skills
- ensure the training program is properly managed and reviewed at regular intervals
- ensure the training program is responsive to the needs of the participants. An effective way to do this is to obtain and analyse feedback sheets from the participants. Further, including examples throughout the training material that are relevant to the work of the participants can significantly enhance interest and retention
- provide training in all areas of regulatory practices, including recordkeeping
- implement a performance review and planning process for the continuing development of competencies in the areas discussed in this report
- consider implementing a formal mentoring program for appropriate officers, which can be an effective way of building general corporate interest and knowledge
- ensure all enforcement officers are promptly advised of changes to legislation and policies as well as the intent and effect of those changes (an effective way of doing this is to send updates to all addresses on a subscription email list).
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3.1 DISCRETION

Regulators are constantly called upon to exercise discretion. According to one leading author in the field of regulatory practice, a regulator may exercise four types of discretion:30

- the right to set the mission (regulatory strategy)
- the right to choose what to work on
- the right to choose how to work on it
- the enforcement discretion.

As stated at section 1.4, the first discretion, namely, the choosing of a regulatory strategy, is not within the scope of this report.

In exercising the other discretions, regulators must ensure that the decisions they make are:

- Effective – the regulator achieves the objectives of the regulatory scheme
- Consistent – the regulator fairly and equitably interacts with potential offenders
- Transparent – the regulator administers the regulatory scheme in a way that is open to external scrutiny
- Accountable – the regulator implements and complies with appropriate procedures that govern how the regulatory scheme is administered.

Risk management and prioritisation are examples of strategies regulators can employ to guide the exercise of their discretion.

3.2 RISK MANAGEMENT

As stated in the WEP report,31 risk management is an integral part of good regulatory practice32 and can be applied as a means of avoiding or mitigating potential problems. A robust risk management framework will result in greater:

- transparency and accountability
- consistency in decision-making
- effectiveness and efficiency.

---

Risk Management AS/NZS 4360:2004 ‘provides a generic guide for managing risk’ and is applicable to the prioritisation of decisions of regulators. HB 436 Risk Management Guidelines – Companion to AS/NZS 4360:2004 ‘contains specific guidance on the implementation of the Standard. The two documents are intended to be used together’.

### 3.3 PRIORITISATION OF REACTIVE WORK

There are two ways in which a regulator may carry out its business, namely by:

- reacting to notifications of potential breaches
- proactively taking steps to identify potential breaches or to encourage compliance with the regulatory scheme.

While some regulators are expressly obliged by their legislative scheme to undertake proactive work, others are not. However, all regulators have a ‘reactive’ responsibility and, therefore, we discuss this issue first.

#### 3.3.1 Prioritisation systems

A regulator that takes a risk management approach to its reactive work will prioritise all notifications according to a formula, scale or model. A typical model requires various weighted factors to be taken into account before a notification is investigated.

Prioritisation is an essential component of enforcement work because investigation and prosecution resources are finite and, as a general rule, a regulator needs to consider how it can best devote its resources, firstly, to very serious cases, secondly, to less serious cases and thirdly, to those cases where commonsense dictates that a less formal response is appropriate.

A good system for prioritising cases will also assist the regulator to make more effective decisions about resourcing because it will generate quantitative data that may support a claim that more resources are needed. Alternatively, the data may refute the claim, for example, by showing that resources are being used inefficiently.

#### 3.3.2 What we have found

Of course, a regulator that develops a prioritisation system must also ensure that the system is being applied and in a consistent manner.

---

36 Including self-notifications from the potential offender.
37 See Wills, G., Sullivan, G. and Collings, T. (October 2005) Prioritisation Systems: Sorting the Wheat from the Chaff (AELETRT Conference paper), Brisbane: Department of Natural Resources (NSW), and Department of Natural Resources and Mines (Qld).
38 For example, fatalities and serious bodily harm.
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CASE STUDY 10

A regulator’s policy provided that notifications were to be prioritised according to their potential impact (insignificant, minor, moderate, major, emergency). However, none of the cases we reviewed used this terminology or indicated that either the officer or the supervisor had considered the relative priority of the case.

Therefore, the system was clearly ineffective, perhaps because compliance was not enforced and perhaps because the system did not include meaningful criteria for determining the priority level of the notification.

Examples of effective prioritisation systems are described below.

CASE STUDY 11

Under the respective prioritisation systems of regulators A and B, cases are assessed against a number of criteria and given a rating on a scale of seriousness. Regulator A uses numerical scores while regulator B allocates a rating for each criterion (very high, high, medium, low or very low). Under both systems, the individual ratings are then used to allocate an overall priority rating to the case (very high, high, medium, low or very low).

Officers then complete cases in order of priority.

At regulator A, regional managers record each case’s priority electronically, as part of the case management system. Regional managers are able to reprioritise cases if new information comes to light.

Regulator A is also able to use its prioritisation system to assist it in making projections for resourcing purposes.

Regulator A reviews the prioritisation bands every three months.

Another advantage of the prioritisation systems of regulators A and B was that they prioritised notifications and self-notifications evenly across the prioritisation ratings. A system that leads to a disproportionate number of cases falling within one rating category will be of little use to a regulator.

A senior officer of one regulator expressed concern to our investigators that, having regard to the regulator’s resourcing limitations, if notifications were prioritised into bands, some notifications would be in a band that would never be investigated. He said that it would be difficult to convince these notifiers that this was an appropriate response.

However, an effective prioritisation system enables regulators to identify cases of lower priority to which it can legitimately apply less resource-intensive responses.
CASE STUDY 12

A regulator implemented the following procedure for responding to notifications assessed as being of low priority:

- initially, the notifier and the potential offender are posted an information kit, which may include fact sheets, and are urged to resolve their differences
- the fact sheet for the potential offender might outline the relevant law, which the potential offender might not be aware of
- where the problem is of a continuing nature, the fact sheet for the notifier might urge them to keep a diary of the details of the problem for 21 days
- if the notifier remains dissatisfied after that period, he/she can ask the regulator to proceed to investigate the notification.

The regulator advised that after using these types of procedures for one year, there had been an 80% reduction in subsequent approaches by notifiers.

3.3.3 What we recommend

Regulators should develop and implement policies that ensure:

- cases are effectively prioritised across priority ratings
- most investigative resources are allocated to cases with higher ratings
- wherever practicable (and subject to the regulator’s legislation) cases with the lowest priority ratings are addressed in less formal and more cost effective ways.

3.3.4 Prioritisation of anonymous notifications

Every year, regulators receive a significant amount of anonymous information. Regulators should have well defined policies and practices for how such information will be assessed and, if necessary, actioned. Regulators should not automatically classify all anonymous notifications as being of low priority without regard to the merits of the notification.

3.3.5 What we have found

We have noted that some regulators routinely give a notification a low priority if the identity of the notifier is not known. Officers often tell our investigators that anonymous notifications should be treated differently from other notifications because they are less capable of investigation and are often malicious.

Whether a notification is capable of investigation is a legitimate criterion for a prioritisation system. However, not all anonymous notifications are incapable of investigation (for example, where the notifier has provided ample, credible information that a breach has occurred to enable the matter to be productively investigated).

3.3.6 What we recommend

Regulators should develop and implement policies that ensure anonymous notifications are assessed against the same criteria as other notifications, including whether the notification is capable of investigation, and are not routinely classified as ‘low priority’.
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3.4 BALANCING REACTIVE AND PROACTIVE WORK

As we have stated, some regulators may have a statutory obligation to undertake proactive work. Others may decide that some proactive work is desirable to supplement their reactive work as it will make their work as a regulator more effective. The challenge is to get the balance right. As stated by one expert in regulatory practice:

Most regulators understand the limitations of reactive strategies. Indeed, most regulatory agencies have already made significant investments in methods designed to avert or minimize the need for detection, reaction, and enforcement. Having diversified their tool kits, those agencies now seek some rational strategic framework to make sense of their broader repertoire and to help staff understand what each tool is good for and how to use tools in combination.

The temptation regulators face now is to switch from a reactive strategy (whose failings we know) to a preventative strategy (whose failings we have only recently begun to discover). Both are limiting, because both emphasize one set of tools at the expense of the other.

The strategic focus that regulators need is risk control (or risk reduction). A control strategy embraces all the tools and considers each stage in the chronology of any harm as a potential intervention point.

Thus a control strategy brings no ideological or a priori preference for preventative or reactive tactics. Rather, per the art of problem solving, a control strategy respects the individual characteristics of each problem; seeks to identify its precursors, vital components, and methods of contagion; and from that analysis, picks the right points and moments to intervene.

The proportions in which a regulator undertakes reactive and proactive work and the way it prioritises that work are decisions for the regulator, having regard to its legislative scheme.

3.4.1 What we recommend

Whatever the mix, regulators should develop and implement policies that provide a basis for their regulatory strategies.

39 At section 3.3.
3.5 RISK MANAGEMENT OF PROACTIVE WORK

Because proactive work is usually identified and initiated by the regulator, its effectiveness depends on how much thought and detail are put into proactive work policies and whether the proactive work program is robust (that is, the reasons for the program are available to the public, the focuses of the proactive work are fair and soundly based and inspections of the same type of activity are carried out at a consistent level of detail).42

3.5.1 What we have found

It is appropriate for regulators to base their proactive work program on a system of ‘risk ranking’ potential offenders (for example, by carrying out proactive inspections depending upon the risk rank). However, a regulator’s risk ranking system will not be effective if it does not ensure consistency across like activities, as illustrated in the following case study.

CASE STUDY 13

A regulator’s policy required ‘risk ranks’ to be allocated to each potential offender to determine the level of proactive compliance attention they would receive.

The risk rank was generally determined by a supervisor who would allocate a ranking of either 1, 2 or 3 to the potential offender, with 3 being the highest rank.

There did not appear to be any criteria against which to assess and allocate a risk rank, such that the regulator could be confident that a potential offender was ranked consistently with other like potential offenders.

Our officers were advised that to change a risk rank, the supervisor with responsibility for monitoring the potential offender would simply ask the relevant enforcement officer to change the risk rank in the electronic system. Commonly, no record would be made of the reasons for doing so.

In the electronic records, there was a field for recording the risk rank of a potential offender. Our officers received an electronic print-out of case information from the regulator’s system, which showed that, in many cases, no risk rank had been recorded.

3.5.2 What we recommend

Regulators intending to undertake proactive work should develop and implement policies that ensure:

42 Queensland Office of Regulatory Efficiency.
CHAPTER 3: DISCRETION AND THE ROLE OF RISK MANAGEMENT

- the areas of focus of proactive work are identified
- the reasons for focusing on these areas are recorded
- if risk ranking is to be used to identify and prioritise areas:
  - the indicators for each risk ranking are sufficiently detailed
  - the level of officer authorised to set and/or change the risk ranking is specified
  - the reasons for setting or altering the risk ranking are recorded
- the various levels of proactive work are adequately described
- the circumstances in which each level of work will be undertaken are described
- supervisors monitor the performance of proactive work to check if it is being carried out in accordance with the policies.43

3.5.3 Prior warning

Finally, a proactive work program will not be effective if individuals or businesses are routinely warned of impending inspections or other compliance activities.

3.5.4 What we have found

In one case we investigated, the regulator routinely warned the occupiers of premises that an audit would be performed on a particular day.

3.5.5 What we recommend

Regulators should develop and implement policies that ensure that advance warnings of audits of particular premises on a particular day are not routinely given.

3.6 ISSUES RELEVANT TO BOTH REACTIVE AND PROACTIVE WORK

3.6.1 Duty to assess notification

While a regulator has a discretion as to how it responds to an allegation of a breach of the legislative scheme it administers, it arguably has a responsibility to at least assess each allegation.44

3.6.2 What we have found

Our investigations of two regulators revealed that each had adopted the practice of not investigating potential breaches of the regulatory scheme because other regulators also had regulatory responsibilities in relation to those breaches.

---


CASE STUDY 14

In the first case, the regulator had adopted the practice of only providing technical support to other regulators in relation to incidents it also had a responsibility to regulate.

We formed the opinion that the regulator had misinterpreted its enforcement responsibility and recommended that it change its approach to enforcement.

These recommendations were accepted.

CASE STUDY 15

In the second case, the regulator was increasingly being requested to respond to and investigate certain types of notifications which could be investigated by other regulators by way of delegated authority. Not all of these other regulators had sought to be conferred with this delegated power.

The regulator had implemented a policy that it would only investigate if the notification related to a significant breach.

We recommended that where there is no delegation to another regulator, those lower priority cases should be subjected to prioritisation procedures (that is, those recommended at section 3.3.3). In other words, the regulator cannot make a blanket decision not to assess such cases, but can prioritise its assessment of these cases. The regulator accepted our recommendation.

3.6.3 What we recommend

Regulators should develop and implement policies that ensure:

- each case is assessed to the extent that an informed decision can be made as to whether it will be investigated in detail
- blanket policies that a particular type of case will not be assessed are avoided.

3.6.4 Consistency in enforcement

Although the legal authorities referred to in this section relate to the exercise of the discretion to prosecute, we do not see why the courts’ reasoning should not also apply to decisions about the discretion to use other enforcement options, such as penalty infringement notices.

In many cases, regulators have a discretion whether to prosecute or take other enforcement action for a particular breach. However, regulators cannot have a blanket policy of taking no prosecution or other enforcement action against potential offenders for a particular class of breach.\(^{45}\)

---

3.6.5 What we have found

In one case we investigated, a regulator had not initiated any prosecutions against certain types of entities for alleged breaches of a regulatory scheme for more than five years despite the fact that many such breaches had been reported to it.

3.6.6 What we recommend

Regulators should develop and implement policies that ensure:

- specified types of activities and entities are not given blanket exemptions from prosecution or other enforcement action
- as far as possible, consistency and transparency in the exercise of prosecutorial discretion and the use of other enforcement options.
An investigation should be a thorough and logical gathering of information followed by an objective assessment of that information to reach a valid conclusion. Investigations that do not meet these criteria are likely to waste resources and be less effective. Furthermore, investigations of similar types of conduct will be less likely to lead to consistent outcomes.

Generally, an enforcement officer is responsible for gathering all relevant information pertaining to a potential breach and, at the conclusion of that information gathering exercise, to report his or her findings and make relevant recommendations.

4.1 INVESTIGATIVE PLANNING

Good investigative practice demands that officers properly plan their investigations to ensure resources are used in the most efficient way. As stated in the WEP report:

Investigative planning is critical to the success of any investigation.

The New South Wales Ombudsman has given similar advice:

More investigations suffer in terms of quality because of poor investigative planning rather than for any other single reason ... A good investigation starts with careful planning and preparation, a clear understanding of the parameters of the investigation, and with proper authority. Care and attention spent in getting it right at the outset will avoid considerable difficulties later on.

Poorly planned investigations are likely to:

- be ineffective (the issues are often not fully investigated and decisions are based upon incomplete information or no decision is able to be made and the investigation falls into the ‘too hard basket’)
- lead to decisions that are inconsistent with decisions on other similar notifications
- be inefficient (for example, resources can be wasted pursuing irrelevant avenues of inquiry and delays can result in complaints about the investigation itself, which must be responded to, further drawing resources).

4.1.1 Developing an investigation plan

It is essential that an investigation plan be prepared before commencing an investigation of any complexity.

---

An investigation plan is essentially a ‘road map’ for the investigation and should set out its scope or terms of reference. It should also indicate the nature of the issues to be addressed and the investigation’s objectives so that there is a clear understanding of when the investigation will be concluded.49

The following checklist specifies the basic requirements of a good investigation plan:50

- Clarify the key issues to be investigated
- Set out the terms of reference or scope of the investigation and its objectives
- Ensure that the objectives are relevant, achievable and within jurisdiction
- Set out the potential lines of inquiry and the steps the investigation should follow to ensure that it is conducted in a methodical and professional manner
- Identify the resources required to conduct the investigation
- Identify any opportunities for persons to remove, destroy or alter evidence and ways of minimising those opportunities
- Identify any potential problems that may be encountered in making inquiries
- Identify what, if any, redress should be provided for anyone who has suffered detriment as a result of the conduct being investigated
- Set out the timelines to be met during the investigation, thereby facilitating supervision
- Prepare the plan in accordance with a standard format that is flexible enough to be adapted for different types of investigations
- Identify any relevant legislation, code of conduct, standard or benchmark
- Identify the elements of any potential offences or defences
- Identify whether public interest disclosures have been made under whistleblower legislation
- Canvass potential findings.

A good investigation plan helps the case officer to stay focused on the job and to anticipate potential problems.

As mentioned in the above list, the investigation plan should set out the elements of any potential offences to help identify the evidence required to substantiate or disprove those offences.

This process involves examining each word or phrase in a potential offence and determining the particular issues of fact that need to be established to substantiate the commission of the offence.

It is necessary to prove each element of an offence to the appropriate standard.51 Some elements are common to every offence such as when and where the offence is alleged to have occurred and the identity of the person or entity responsible.

51 To the criminal standard unless legislation provides otherwise, for example, some minor licensing offences.
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Any possible statutory defences, exemptions or excuses under the relevant legislation should also be identified, considered and broken down into their elements. Officers should turn their mind to the evidence required to negate any defence.

Of course, the extent to which an officer should formally address in the plan each aspect of the checklist will depend on the circumstances and complexity of the investigation.

Officers must be prepared to revisit the investigation plan in light of new evidence obtained during the investigation and, if necessary, recommend to their supervisor that the plan be changed.

A sample investigation plan template is contained in Appendix A.

4.1.2 What we have found

In the absence of an investigation plan, investigations often proceed in a ‘knee jerk’ fashion. This can lead to:

- allegations and issues being overlooked
- irrelevant issues being pursued
- voluminous documents being generated unnecessarily.

CASE STUDY 16

We conducted several investigations into the way a regulator discharged its regulatory responsibilities. A common finding in our investigations was the absence of investigative planning, as evidenced by the following:

- An enforcement officer stated, when interviewed by our investigators, that strategies were not developed or communicated to them in relation to their investigations. The enforcement officer made the comment that ‘You just take a blank pad with you, get the address and you go. That’s the way it is, that’s how it’s always been’. We found that the regulator did not require its officers to undertake investigative planning, which led to inadequate and inefficient investigations.

- An enforcement officer concluded an investigation and advised that insufficient evidence had been gathered to support a breach of the legislation. The enforcement officer did not identify the possible offences (a critical step in investigative planning). As the possible offences were not identified, the evidence that was required to prove or disprove those offences was, likewise, not identified.

- Two persons were injured simultaneously at the same site during a particular incident. However, because of their respective responsibilities, different potential breaches applied to the circumstances in which they suffered their injuries. The regulator’s officers investigated the matter as one incident and did not fully appreciate the differences in the potential breaches. They may not have made this error had they prepared an investigation plan.

As a result of the investigation, we recommended that enforcement officers should be trained in how to prepare an investigation plan. The regulator’s training manual was amended to include a chapter about investigative planning.
CASE STUDY 17

In the case of one regulator whose operational files were reviewed by our investigators, only three cases out of a total of 188 reviewed contained anything resembling an investigation plan.

In the other 185, there was little or no indication that any of the following key issues had been identified early in the process:

- whether the matters complained about were within jurisdiction
- the relevant legislation or standard
- the elements of any potential offences
- the evidence that might need to be gathered, and in what order, to support potential enforcement action.

CASE STUDY 18

The regulator investigated a notification involving allegations of mistreatment of a person. The notifier was dissatisfied with the regulator’s investigation and complained to us.

Our examination of the regulator’s file revealed a document that was intended to be an investigation plan and also a document that appeared to be a list of possible witnesses.

However, the investigation plan did not identify critical information such as the regulator’s jurisdiction, the scope and purpose of the investigation, possible outcomes to be achieved, and possible sources of evidence such as incident reports or procedures.

We also noted that, according to the regulator’s report, the purpose of the investigation was to:

- investigate the truth of the allegations
- investigate whether there was any ongoing risk to the safety of the person.

The report contained very little evidence about the second issue, which we attributed to poor investigative planning, in particular, failure to identify the purpose of the investigation.

We recommended the regulator devote resources to proper investigative planning in future to improve the quality of its investigations.
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CASE STUDY 19

Under the regulatory scheme, it was an offence if a person failed to comply with any condition in a licence. A notifier claimed that a licence holder had failed to comply with four conditions in the licence.

The enforcement officer advised us that the licence holder had been successfully prosecuted for breaching a condition of the licence. He advised that, because of pressure from the notifier to prosecute the permit holder, he had limited his investigation to the most obvious breach of a licence condition and did not consider whether any other conditions may have been breached.

We considered that this was not a sound response to the notification. In particular, if the prosecution had failed, it would have been extremely difficult to obtain evidence to substantiate the other alleged breaches.

We recommended that where there are allegations of breaches of a number of licence conditions, the enforcement officer should investigate other potential breaches (at least those of equal seriousness) unless there are good reasons for not doing so. Pressure from the notifier for prosecution action is not a good reason.

4.1.3 What we recommend

Regulators should develop and implement policies that ensure:

- officers give investigative planning a high priority
- unless there are good reasons for not doing so, every investigation of any significance is the subject of an appropriate plan
- investigative activity does not commence until the plan has been approved by a supervisor except where there is a risk that evidence will be lost or become difficult to obtain unless immediate action is taken
- investigation plans are reviewed and, if necessary, changed whenever circumstances require.

4.2 INADEQUATE EVIDENCE GATHERING

Regulatory officers must be trained to identify (at the investigative planning stage) the evidence required to establish whether an offence has occurred and then to effectively and efficiently gather that evidence.

4.2.1 What we have found

Our investigations have shown that many enforcement officers do not have the necessary skills to identify and gather relevant evidence, as the examples in the case study illustrate.
4.2.2 What we recommend

Regulators should develop and implement policies that ensure:

- enforcement officers are provided with the requisite training in the laws of evidence and evidence gathering, so that they are able to make informed decisions about the nature of the evidence required to prove the elements of an offence and how to obtain the evidence
- supervisors give a high priority to enforcement officers preparing investigative plans and to reviewing those plans to ensure all relevant lines of inquiry are followed.

CASE STUDY 20

During a broad systems review of a regulator’s practices, our officers noted that enforcement officers had frequently failed to obtain relevant evidence that was readily available. For example:

- The regulator investigated whether an employer had complied with its workplace health and safety obligation to employ an officer who was responsible for workplace health and safety at the workplace. The existence of the obligation depended on the number of persons employed at the business. The enforcement officer failed to obtain the employer’s records that would have established this fact.
- In another case, no attempt was made to formally interview the directors of a corporation, which was a potential offender, within a reasonable time of the incident.
- An enforcement officer told our officers that when investigating a potential breach, he had been aware that it would have been useful to interview a particular witness but this had not occurred because the witness could not be located. In fact, the enforcement officer had the witness’s mobile number and address. The notifier later succeeded in interviewing the witness themselves.
- During another investigation, the examination of certain physical evidence was the only means by which the regulator could decide whether a breach had occurred. The regulator did not examine that physical evidence, and decided that no further action would be taken.
- A defective electrical appliance resulted in a worker’s death. The appliance was examined by an expert but the enforcement officer did not take the report into account in considering his recommendation as to whether to prosecute.

As a result of these and other cases, we made recommendations to the CEO about training and investigative planning, with a view to raising the standard of evidence gathering.
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CASE STUDY 21

This case study relates to the same matter as case study 18. As mentioned in that case study, we thought the regulator had failed to gather sufficient evidence about whether there was any ongoing risk of harm to a person. In particular, the regulator did not appear to have gathered any evidence about:

- whether the potential offender regularly interacted with the person
- the manner in which the potential offender’s work colleagues treated the person
- whether there was an appropriate risk management plan and risk management process in place as claimed by the potential offender’s employer
- whether any steps were being taken to ensure the person’s family was involved in planning for his ongoing care
- whether there were processes in place to ensure that future notifications of mistreatment of the person would be appropriately addressed.

4.3 USE OF LEGAL ADVICE

As stated in the WEP report, it is incumbent on a regulator to seek legal advice in appropriate cases to ensure its decisions are not contrary to law, for example, to clarify whether the regulator has jurisdiction to investigate a particular notification.

4.3.1 What we have found

The following case study describes situations where a regulator failed to obtain/act upon legal advice when it should have.

CASE STUDY 22

The regulator had:

- failed to obtain legal advice on the interpretation of key terms in legislation, even though the interpretation of those terms determined a significant jurisdictional issue in one case and how the regulator would respond to all future incidents of a particular class
- decided that a person was an independent contractor rather than an employee despite having obtained legal advice that it should conduct further inquiries about the nature of the employment relationship between that person and a corporation that was relevant to the corporation’s obligations owed to the person
- failed to act upon legal advice that the regulator should take steps to clarify the entitlements of the holders of various types of licences.

4.3.2 What we recommend

Regulators should develop and implement policies that ensure:

- legal advice is obtained where there is uncertainty as to the rights, obligations and liabilities of the regulator or the meaning of the legislation it enforces where the issue has a significant bearing on the regulator’s operations
- as a general proposition, where legal advice is obtained by a regulator concerning a question of law, the regulator should act in accordance with that advice, unless to do so would be unreasonable
- the reasons for not following relevant legal advice in a particular case or generally are recorded.

4.4 EXPERT WITNESSES

Opinion evidence is not admissible in court proceedings except when it is given by an ‘expert’. The court decides whether a witness is qualified (that is, an expert) to give opinion evidence. Witnesses may be examined in a hearing (called a ‘voir dire’), as to whether their qualifications make them an expert.

It is good practice for regulators to ensure that the witnesses they hold out as experts are appropriately qualified as inappropriately qualified witnesses may prejudice the regulator’s interests in legal proceedings.

4.4.1 What we have found

In some cases, officers have not properly assessed the qualifications of witnesses to be called at hearings to give opinion evidence for the regulator, resulting in the court ruling that the witness was not qualified to give that evidence.

CASE STUDY 23

No effort was made by the regulator to establish whether an officer from another entity that was assisting the regulator’s investigation was suitably qualified or experienced to give expert evidence.

As a result, when the officer was called to give evidence at a hearing, he was unable to answer many questions of a technical nature.

In other cases, a regulator may put forward its own enforcement officer to give opinion evidence. If the court does not agree the officer is appropriately qualified to give the evidence or, if the officer does not provide a sound basis for the opinion, the officer’s credibility may be undermined to the extent that other evidence the officer gives in his/her capacity as the investigator becomes less credible.
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4.4.2 What we recommend

Regulators should:

- maintain a central register of all internal and external expert witnesses that includes details of the expert witnesses’ qualifications and experience
- wherever possible, ensure that the investigating officer in a case is not put forward by the regulator to give expert evidence in that case.

4.5 ESTABLISHING MATERIAL FACTS

The regulatory scheme and/or the regulator’s policies should provide guidance on the material facts that need to be established to support a particular enforcement action. For example, a material question in connection with a particular offence might be ‘Was the alleged offender carrying on a business?’ Enforcement officers must obtain sufficient evidence of this fact to satisfy the court to the required standard of proof (see below).

Material facts must be established by relevant evidence. They should not be based on guesswork, suspicion, preconceptions, assumptions, generalisations, rumour and/or speculation. On the other hand, evidence is not necessarily proof. It may be accepted or rejected. The applicable standard of proof is usually ‘beyond reasonable doubt’ for criminal proceedings and ‘on the balance of probabilities’ for civil proceedings.

In the case of an administrative decision by an enforcement officer (e.g. whether there are sufficient grounds to issue a warning notice), the officer is not limited to considering ‘evidence’ in the sense in which that term is used in the courts. For example, an enforcement officer making such a decision may have regard to hearsay statements and draw inferences about the most probable version of disputed events.53

However, in making decisions about whether to take particular enforcement action, officers, though not bound by evidentiary principles (except in proceedings in a court), should be guided by them. Examples of evidentiary principles that provide guidance include:

- factual claims that are corroborated can more easily be accepted
- hearsay evidence is not necessarily reliable.54

---

At the very least, administrative decisions must be supported by some evidence that bears a logical connection to them. The decision may also need to be supported by factual inferences that are reasonably open and by reasoning that is not logically self-contradictory. The factual or evidentiary proof that is required to support an administrative decision can vary with the statutory provision that is being acted upon. For these reasons, in administrative decision-making, it is unhelpful to use the terms ‘balance of probabilities’ and ‘evidence’ in the same sense as those terms are used in civil proceedings.

4.5.1 What we have found

The following case studies demonstrate regulators’ failures to properly weigh the evidence and establish the material facts.

CASE STUDY 24

A regulator investigated allegations made by a notifier about a person employed in the regulated industry to decide whether disciplinary action should be taken. The notifier was dissatisfied with the outcome and complained to us.

We noted that the information obtained by the enforcement officer consisted, almost entirely, of eyewitness accounts. The officer stated in the investigation report that, as the investigation process was not like a court hearing where witnesses could be called to provide evidence under oath and be cross-examined at length, it was often not possible to form a definite opinion on whether the allegations had been substantiated.

We considered that the officer had applied too strict a test in deciding that disciplinary action should not be initiated. Enforcement officers often have to make decisions on the basis of conflicting information, including conflicting accounts of persons interviewed. Only rarely will the conflicting accounts of two or more witnesses, when evaluated in conjunction with other relevant information, leave an officer in the position of being unable to make a decision on which account is the more or the most credible.

Although enforcement officers do not have the advantage a court has of seeing witnesses examined and cross-examined on oath, they have the advantage of not being bound by the rules of evidence in making a decision or recommendation, and can inform themselves about a matter in any way they consider appropriate. Of course, in doing so, they must comply with the requirements of natural justice and should be guided by evidentiary principles.

We also told the regulator that the information relied on in forming an opinion about credibility should be documented, and adequate reasons recorded for the conclusion reached.

CASE STUDY 25

We received a complaint about a regulator’s alleged delay in responding to a notification of a potential danger to the notifier’s property. The notifier claimed that as a result of the delay his property had suffered damage.

The regulator’s file showed that its officer had contacted the potential offender who had told him that the situation was safe.

In view of the conflicting accounts, the enforcement officer contacted another officer who knew both the notifier and the potential offender. That officer advised that the two men were related and that the complaint was a family feud. It appeared that this information was the key factor for the enforcement officer in determining that a further inspection to assess the safety of the site could wait until the following morning.

We told the regulator that, in the absence of other relevant information (such as a history of false complaints by one party against the other), it had given too much weight to the fact that the notifier and the potential offender were related and did not have a good relationship.

4.5.2 What we recommend

When considering whether an offence has been committed, regulators should ensure each piece of evidence is considered in terms of its relevance, reliability and sufficiency (i.e. whether it meets the applicable standard of proof). Each piece of evidence should be weighed against other evidence to establish the material facts.

When making an administrative decision (e.g. whether there are sufficient grounds to issue a warning notice), regulators are not bound by the rules of evidence but should be guided by evidentiary principles. Their administrative decisions must be supported by some evidence that bears a logical connection to them.
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This chapter examines some systems (including policies and procedures) that can be implemented to support effective regulatory practice.

5.1 BRING-UP SYSTEMS

Managing a heavy workload in a timely way is an ongoing challenge for most regulators. Regulatory action that is delayed without good reason:

- loses its deterrent effect
- can damage the regulator’s reputation.

5.1.1 What we have found

Sometimes, officers do not take necessary regulatory action in a timely manner because of their excessive workload. In other cases, officers simply forget to take the action as the following cases illustrate.

CASE STUDY 26

An officer asked a potential offender to address two issues.

The officer received a satisfactory response from the potential offender about the first issue and closed the case without obtaining any evidence that the second issue had been addressed.

CASE STUDY 27

A brief of evidence was provided to the regulator’s legal unit for determination as to whether a prosecution should be brought. The legal unit neglected to promptly perform the task and the statutory time limit for bringing proceedings expired. No system was in place to remind officers when time limits were about to expire.

CASE STUDY 28

A regulator’s usual practice where a potential offender advised that it had completed a task the regulator had directed it to undertake was to accept that advice as correct without any independent verification.

5.1.2 What we recommend

Regulators should have electronic case management systems in place that:

- record the dates by which critical operational actions must be completed
- generate reminders/bring-ups prior to the due date for an action
- notify the appropriate supervisor (or, at least, enable the supervisor to discover) when an action has not been completed by the due date.
5.2 SYSTEMS FOR EFFECTIVE INVESTIGATION

Sometimes, a regulator’s own policies or practices do not encourage effective regulation. Where this is the case, the deficiencies may become systemic and prejudice the regulator’s reputation.

5.2.1 What we have found

In individual cases, the regulator’s lack of response may have been justifiable, for example:

• the potential offender’s operations may have been in a remote location so that it was impracticable for an enforcement officer to carry out a site inspection to verify the potential offender’s claim that they were complying with their licence conditions
• based on the potential offender’s history, the officer believed the claim to be reliable.

However, as a general response, the practice was fraught with danger.

These case studies also exemplify instances of effective regulation giving way to expediency.

CASE STUDY 29

Officers of a regulator said that, generally, they were given as much credit for closing a file and conducting a ‘timely investigation’ as they were for undertaking a detailed investigation of an incident with a view to commencing a prosecution.

In such an environment, there was little motivation for officers to undertake the more complex and time-consuming investigations.

CASE STUDY 30

An enforcement officer relied on an ‘internal investigation’ by the potential offender, including expert evidence provided by an employee of the potential offender regarding the examination of an item of equipment critical to the investigation.

The enforcement officer did not conduct any independent testing on the item to verify the findings of the expert who clearly could not be perceived as being independent or impartial.

CASE STUDY 31

Regulators A and B were responsible for two distinct pieces of legislation. However, each Act was relevant to the same incident. The notifier complained to regulator A. Regulator B had already conducted an investigation into the incident.

In advising the notifier that it would not take further action, regulator A endorsed the findings of regulator B without looking at the evidence upon which those findings were based to determine whether it established a breach of the legislation regulator A administered.
5.2.2 What we recommend

Regulators should develop and implement policies that ensure:

- unless it is impracticable to do so in the circumstances, independent corroboration is sought for advice from a potential offender that it has taken steps that the regulator has directed it to take or that it has agreed to take
- where a potential offender conducts its own investigation of a potential regulatory breach by its employees and concludes that no breach has occurred, the regulator carefully review the investigation and findings
- where two or more regulators are responsible for administering separate but overlapping regulatory regimes and one regulator conducts an investigation and concludes no breach has occurred of the regime it administers, the other regulator should independently consider whether a breach of the legislation it administers has occurred
- officers’ performance is not assessed solely on the basis of the number of cases they close.

5.3 FACILITATING FUTURE ENFORCEMENT ACTION

Regulators should think strategically about what enforcement action is likely to be the most effective in the circumstances. In making that assessment, they need to have regard to, among other things, the seriousness of the inappropriate activity and the resources involved in taking the action. They should also think about how to take the enforcement action in a way that will facilitate future enforcement action in the event that the initial action is unsuccessful in preventing or addressing the inappropriate activity.

For example, an officer intending to send a warning notice should ensure the notice contains sufficient details so that the alleged offender is left in no doubt about what action needs to be taken or what activity must cease.

5.3.1 What we have found

The following case study relates to a situation where the enforcement officer issued a warning notice containing insufficient details of the prohibited activity.
CASE STUDY 32

Our investigation of one regulator uncovered a warning letter to the following effect:

I am writing to warn you that [an officer of the regulator] has detected an alleged offence committed by you. Details of this alleged offence are:

Corrective Actions Required: Ensure your actions in regard to your business do not include the sale or arranging the sale of specified products (the products specified could not be sold without a licence)

Corrective actions required:

We considered that the warning should have contained the following additional information:

- sufficient details to support the enforcement officer’s opinion that the potential offender was carrying on the relevant business without a licence
- the penalty for the alleged offence
- other requirements to assist enforcement for example, a requirement that the potential offender confirm in writing by a specified date that the conduct has ceased
- advice that failure to comply with the notice may result in further enforcement action being taken.

Including this additional information in the notice would have facilitated future enforcement action being taken against the potential offender in the event of non-compliance with the notice.

5.3.2 What we recommend

Regulators should plan their enforcement action (including by carefully drafting any documents prepared for the purpose of taking that action) to ensure that if particular enforcement action fails, the foundations have been laid to enforce compliance with the regulatory scheme by an alternative effective means.
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5.4 SUPERVISORY SYSTEMS

Effective supervision is important because it brings greater consistency to, and identifies deficiencies in, regulatory practices. However, supervision will not be effective if the supervisor simply rubber-stamps the subordinate’s recommendation. Supervisors must ‘value add’ by applying their greater knowledge and experience to the circumstances of the case.

5.4.1 What we have found

These case studies illustrate an inadequate level of supervision by regulators.

CASE STUDY 33
We reviewed several cases investigated by a regulator in which there was no evidence that the relevant supervisors had actually endorsed recommendations made by enforcement officers, as required by the regulator’s policy.

In one case, a supervisor denied having endorsed an enforcement officer’s recommendation despite having written the word ‘noted’ on a post-it note on the officer’s report.

Some officers suggested that their managers had less investigative experience than they had and therefore had to rely on the enforcement officers’ opinions because of their technical expertise.

CASE STUDY 34
Our review of a regulator’s practices revealed that many closed cases contained the notation that it was satisfied and there should be no further action. There was no record indicating that supervisors had approved the decision or were even aware the case had been closed.

The regulator had no policy requiring enforcement officers to obtain the approval of a supervisor before closing a case.
A person who complained to us about a regulator’s failure to take enforcement action claimed that the enforcement officer’s supervisor may have been influenced by a culture of expediency. In other words, the complainant alleged that, based on his observations of the way the regulator’s officers had conducted themselves, the modus operandi had been to close his case as soon as possible. He accused the regulator of having adopted a ‘blame the victim’ approach to his notification and of having unfairly dismissed his allegations.58

The records of the decision-making process did not help to dispel the complainant’s claims. An enforcement officer had completed his investigation of the incident and prepared a report that included findings. The covering letter to his supervisor said that, although there may have been a breach of the legislation, it was considered unlikely that sufficient evidence to support a successful prosecution could be gathered. Therefore, no further action was recommended.

The supervisor simply forwarded the report and covering letter to a senior officer with the endorsement ‘Forwarded – recommendation supported’. The senior officer then endorsed the report ‘noted and accepted’.

When interviewed, neither the supervisor nor the senior officer could explain their decisions.

5.4.2 What we recommend

As mentioned, a supervisor should apply their greater experience and knowledge in reviewing a subordinate’s recommendation that enforcement action be taken or not be taken. The supervisor should make an appropriate record of why they supported or did not support the recommended course of action.

Finally, regulators’ policies need to ensure that decisions to close a case are made by a sufficiently senior officer whose performance is not assessed solely or primarily by the number of cases closed by the officers’ subordinates.59

58 Such a culture can have a negative impact on the functioning of the agency, as Sparrow states, namely ‘When frontline officers discover (often to their cost) that senior managers care more about conflict minimisation than mission accomplishment, morale plummets, experienced enforcement officers leave, and an agency’s long-term capacity to fulfill its public responsibilities suffers significant damage’, in Sparrow, Malcolm K. (2000) The Regulatory Craft: Controlling Risks, Solving Problems, and Managing Compliance, Washington DC: Brookings Institution Press at page 64.

59 ‘President Clinton’s March 4, 1995, memo describing his regulatory reinvention initiative provided heads of regulatory agencies at the federal level unambiguous direction on the subject of performance measurement: Reward Results, not Red Tape: I direct you to change the way you measure the performance of both your agency and your frontline regulators so as to focus on results, not process and punishment … You should identify appropriate performance measures and prepare a draft in clear, understandable terms, of the results you are seeking to achieve through your regulatory program’; ‘President’s Memorandum on Regulatory Reform: Regulatory Reinvention Initiative’, March 4, 1995, Public Papers of the Presidents of the United States (1995), page 3, in Sparrow, Malcolm K. (2000) The Regulatory Craft: Controlling Risks, Solving Problems, and Managing Compliance, Washington DC: Brookings Institution Press at pages 109 and 110.
5.5 REVIEW SYSTEMS

A process involving the regular review of a sample of cases is a useful supplementary tool to ensure:

- consistency of decisions
- investigations are being conducted lawfully and effectively.

5.5.1 What we have found

Our investigations have found that some regulators do not have any case review system. Other regulators have inadequate systems, as the following case studies illustrate.

CASE STUDY 36

A regulator’s investigations manual provided that a senior officer would select, on a monthly basis, approximately 10% of case reports that had not been recommended for prosecution and determine if the investigation findings were valid and decisions made in accordance with the investigation and prosecution policies.

There were three types of cases. Priority 1 cases involved death or grievous bodily harm. Priority 2 involved bodily harm or dangerous events. Priority 3 were the remaining cases. We concluded that the review system was inadequate because the proportion of cases reviewed was too low and the more serious cases were no more likely to be reviewed than the less serious ones.

CASE STUDY 37

A regulatory scheme prescribed time limits for regulators administering the scheme to issue requests for information to persons making applications under the scheme. We investigated a regulator’s administration of the scheme and found that, in almost 25% of files containing such requests, it had:

- issued them late
- failed to notify applicants that it had extended the time for requesting information
- issued a request after an extension had expired.

We recommended that the regulator implement a system whereby a supervisor undertakes a periodic audit of a random sample of information requests and extensions to check their compliance with the regulatory scheme requirements and guidelines.
5.5.2 What we recommend

Regulators should have systems in place that provide for:

- a sample of cases to be reviewed, at regular intervals, with emphasis on cases closed without enforcement action being taken, to identify inconsistent decision-making and inefficient or unauthorised practices
- the sample to be selected in such a way as to be reasonably representative of the total case population and, generally, be weighted in favour of the more serious cases\(^{60}\)
- the review to be undertaken by an officer or officers of sufficient seniority and experience
- appropriate action to be taken in response to identified instances of inconsistent decision-making and inefficient or unauthorised practices.

5.6 APPROVAL SYSTEMS

Appropriate approval processes are an important component of an effective regulatory system. A best practice model generally employs a multi-tiered approach to decision-making.

5.6.1 What we have found

Inconsistent decision-making can arise from inadequate approval processes or from failure to adhere to the processes, as the following case studies illustrate.

**CASE STUDY 38**

A regulator had a policy whereby a decision to investigate a case with a view to court action would only be made by a committee of senior officers of the regulator on the recommendation of the senior officer for the relevant region.

However, the senior officer for the region could later decide to discontinue that investigation, without consulting or notifying the committee, thereby encouraging inconsistent approaches to the taking of prosecution action from region to region.

**CASE STUDY 39**

A regulator’s policy in relation to taking prosecution action was to the effect that serious consideration shall be given to the institution of proceedings in relation to significant incidents and all such incidents must be notified to the Prosecutions Section.

Our officers inspected a case file that revealed the enforcement officer had suspected that a serious incident had occurred but had not notified the Prosecutions Section and had not undertaken further investigations to determine whether the incident was significant.

---
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5.6.2 What we recommend

Regulators should:

- develop and implement approval processes that ensure, to the extent possible, consistency in decision-making
- conduct audits at regular intervals to ensure the processes are being complied with.

5.7 DELEGATIONS

The legislation establishing a regulatory scheme often provides that the relevant Minister or the holder of a specified position or public office is authorised to make decisions under the scheme.

Many schemes require the making of numerous decisions and therefore it is common for legislation to allow Ministers and other officials to delegate their powers and functions to others (by name, or as the holder of a specified position or office). Some legislation also allows the sub-delegation of powers and functions.61

In deciding whether it is appropriate to delegate a decision-making power, the delegator should first of all ensure that the power can be lawfully delegated and also consider whether the proposed delegate has the necessary qualifications, skills and experience.

If a decision-making power is delegated to a senior officer and the number of decisions to be made in exercise of that delegation is high, there is a potential for a ‘bottleneck’ to develop, hampering the effectiveness of the regulator.

5.7.1 What we have found

The following case studies illustrate the problems that can arise from inappropriate delegations.

CASE STUDY 40

We investigated allegations of unreasonable delay in a council’s processing of development applications. Most of the delay occurred at the decision stage and the full council made most of these decisions. We examined the practices of other councils and noted that almost two-thirds of decisions on development applications were made by council officers acting under delegation.

We recommended that the council grant further delegations of decision-making power to a standing committee of the council or to appropriate staff, thus enabling the full council and senior officers to devote greater attention to more complex or controversial applications.

CASE STUDY 41

A regulator’s policy provided that prosecution proceedings could only be commenced on the approval of a committee comprising senior officers (including some who were legally qualified) and the final approval of the CEO.

We considered that the requirement that the CEO give final approval in relation to all prosecution proceedings had the potential to create a bottleneck. We also questioned whether this is an effective use of a CEO’s time.

We recommended that the regulator review its approval process and suggested that a more efficient alternative may be for the CEO to approve such decisions in large or sensitive cases and that, in other cases, the CEO simply be provided with regular reports or minutes of the committee’s decisions on cases it considers for court action and intervene if the CEO considered it appropriate.

5.7.2 What we recommend

It is a matter for the CEO of each regulator to determine who should have authority to make various decisions, including decisions to prosecute. If it is considered appropriate that a senior officer make all decisions of a certain type, the situation needs to be monitored to ensure a bottleneck does not develop.

Each regulator should carefully consider what delegations are appropriate to effectively discharge its responsibilities.

5.8 ORGANISATIONAL STRUCTURES

Good organisational structures can enhance the effectiveness of the regulator.

5.8.1 What we have found

The following case study illustrates that poor organisational structures can impede regulatory effectiveness.

CASE STUDY 42

A senior officer claimed regionalisation of the regulator was the major cause of resource problems in relation to investigative activities and caused a lack of coordination that was hampering its attempts to achieve other operational goals.

An enforcement officer in the same regulator based in a regional area told our investigators that one of his cases required both local witnesses and witnesses in Brisbane to be interviewed. He said he had difficulty arranging for an enforcement officer in Brisbane to interview the Brisbane-based witnesses because the salaries of the Brisbane officers formed part of the Brisbane office’s separate budget and the Brisbane office was reluctant to make its officers available for work that was not a ‘Brisbane’ case.
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5.8.2 What we recommend

Much has been written about the most effective structures for regulators\(^{62}\) and it is not the purpose of this report to promote any particular structure. Each regulator’s circumstances are different and it is for the regulator to make its own decisions about which structure best suits its operations and its objectives.

Therefore, our only recommendation on this issue is that a regulator should review its organisational structure at regular intervals to ensure it provides optimal support in achieving its goals and objectives.

5.9 REVIEW OF POLICIES

Often, officers in the field have complained to us that their policy division had developed an inappropriate policy that impacted on their work but had not consulted them.

It is good practice to properly consult with officers in the field when reviewing policy because the officers may be able to alert policy drafters to unusual situations they would not otherwise be aware of, or to unintended consequences a policy may have on the regulator’s operations.\(^{63}\)

5.9.1 What we have found

The following case study illustrates a lack of effective consultation with operational officers in policy development and review.

**CASE STUDY 43**

The regulator had hundreds of policies on its electronic policy database. Some supervisors in small district offices said that, as a group, head office from time to time provided them with long lists of policies and asked them to advise which of them was outdated. They said a large number of documents on the regulator’s electronic policy database were outdated and the way head office went about approaching the supervisors was unhelpful and an excessive burden on them.

The following case study illustrates a good consultation system.

**CASE STUDY 44**

The regulator’s policies were stored on a database and each policy had a review date. When the review date for a policy was reached, the officer responsible for the review was automatically sent a ‘bring-up’ to undertake the review, coordinate consultation to assess the policy’s currency and make any necessary changes.

---


\(^{63}\) Queensland Office of Regulatory Efficiency.
5.9.2 What we recommend

Regulators should develop and implement policies that ensure:

- officers are allocated responsibility for the review of specified policies
- the officer responsible for the review of a policy is sent a bring-up when it is time to undertake the review
- that officer properly consults with officers in the field who frequently apply that policy (proper consultation means that the officers consulted are directed to the relevant parts of the policy and provided with a summary of relevant issues for their consideration and input).
As stated in the WEP report, it is well established that effective communication with members of the public and other stakeholders enhances the ability of a regulator to achieve its goals. When the regulator’s stakeholders include other regulators with overlapping responsibilities, the effectiveness of the regulatory scheme will depend on the level of communication and cooperation.

6.1 LEAD AGENCY AND PARTNER AGENCIES

Where a group of regulators administers a regulatory scheme, one regulator (the ‘lead agency’) should take the primary responsibility because, without leadership, the coordination of the administration of the scheme may suffer. Consequently, regulators will incur unnecessary costs (for example, through duplication of effort) and their reputations as effective regulators are likely to be prejudiced.

Administrative Arrangements Orders are issued from time to time specifying the responsibilities of each agency of the Queensland Government. The current Administrative Arrangements Order is available on the Department of the Premier and Cabinet website. However, sometimes there is confusion over which regulator is the ‘lead agency’. It is obviously important that the relevant regulators work together to resolve that confusion.

6.1.1 What we have found

We have found instances where regulators did not work together to determine the lead agency for the regulation of certain cases or types of cases, with the result that no regulator took primary responsibility.

CASE STUDY 45

Under a regulatory regime, where an incident occurred that resulted in a person’s death, three regulators had overlapping jurisdiction to investigate.

There was no consultation among these regulators about which one would be the lead agency for investigating any such incident or the responsibilities of each regulator.

This led to duplication of investigative effort and resources and a fragmented approach to the investigation. Two of the regulators regarded each other as the lead agency.

65 Administrative Arrangements Order (No. 3) 2007.
CASE STUDY 46

An officer of a regulator sought written advice from a partner agency about an issue in the case, on the mistaken assumption that the partner agency had undertaken its own investigation. The partner agency relied upon the ‘internal investigation’ of the potential offender in providing specific but incomplete ‘advice’ to the regulator about the limited prospects of a successful prosecution. It did not disclose that it had not undertaken an independent investigation.

We recommended extensive changes to the regulatory scheme, which, among other things, clarified enforcement responsibilities.

CASE STUDY 47

Regulator A asked regulator B to provide technical assistance by conducting tests on an item of equipment that was the property of the potential offender. Regulator B did not provide that assistance, despite having a statutory power to seize and test the equipment. Officers of regulator B were unable to explain to our investigators why no action had been taken.

6.1.2 What we recommend

Partner agencies have appropriate arrangements in place in accordance with the relevant legislation (supported by a written agreement such as a memorandum of understanding) identifying which regulator is the lead agency for specified categories of cases and the responsibilities of partner agencies.67

6.2 LEAD AGENCY’S ROLE

The lead agency should assume responsibility for coordination of regulation by the regulators within the group.

6.2.1 What we have found

The following case study is an example of the type of unsatisfactory situation that may arise where no regulator takes the lead role.
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CASE STUDY 48

The lead agency had previously had a policy of ensuring that, where partner agencies refused to carry out their regulatory responsibilities, appropriate action was taken. However, the policy was withdrawn and not replaced.

When other regulators in the group refused to carry out their regulatory responsibilities, the lead agency took no action with the result that certain activities were not regulated.

6.2.2 What we recommend

The lead agency for a regulatory scheme should develop and implement a policy to ensure that cases within the jurisdiction of the regulation group continue to be appropriately assessed and actioned where another regulator refuses to carry out its regulatory responsibility. The lead agency may do this by persuading the other regulator (or a third regulator) to take the necessary action, taking the action itself or a combination of those options.

6.3 PRACTICES TO BE CONSISTENT

Where two or more regulators are responsible for administering a regulatory scheme, the public is entitled to expect that the scheme will be enforced consistently across Queensland, regardless of which regulator takes or should take enforcement action.68

Therefore, although regulators are generally free to make their own choice of the most effective regulatory model, the practices of a group of regulators regulating a scheme should be consistent, to the extent practicable.

6.3.1 What we have found

The next case study demonstrates an inconsistent approach to regulation by regulators administering a regulatory scheme as well as an attempt to achieve consistency by some of those regulators.

6.3.2 What we recommend

Lead agencies should:

- ensure that their policies regarding the administration of their regulatory responsibilities can be conveniently accessed by other regulators in the regulation group
- promote the use of consistent enforcement practices and procedures by all regulators in the group.

CASE STUDY 49

We investigated the administration of a regulatory scheme by the lead agency. Numerous other regulators were also required to jointly regulate one part of the scheme. However, the lead agency offered no formal guidance on the appropriate way to enforce that part. Therefore, the other regulators adopted their own enforcement practices, some of which were very different. This led to potential offenders being treated differently, depending on the regulator taking the action.

We recommended that the lead agency take ongoing action to promote consistency in the enforcement practices and procedures by all partner agencies. The lead agency accepted our recommendation. We are awaiting its advice as to how it has decided to implement our recommendation.

However, our investigators noted that a small group of the partner agencies had taken the initiative of attempting to operate under a consistent set of enforcement policies.

6.4 SHARING OF CASE RECORDS

It is important that each regulator in a regulation group has timely access to relevant case information held by another regulator in the group, to ensure consistent enforcement practices and to avoid duplication.

6.4.1 What we have found

In the absence of effective information sharing mechanisms, the potential for inconsistency increases with the number of regulators in the regulation group, as this case study illustrates.

6.4.2 What we recommend

Regulators in a regulation group should have arrangements in place (ideally supported by a memorandum of understanding) that ensure relevant case information is exchanged between them in a timely way, subject to any requirements to maintain confidentiality.
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CASE STUDY 50

Regulators in a large regulation group of over 150 agencies did not have access to each other’s case records. Therefore, officers did not know how partner agencies had responded to cases that were similar to their cases, to facilitate consistent administration of the regulatory scheme. For example, officers were not aware of submissions other regulators had made to courts in similar cases about penalties.

We considered that consistency in the administration of a regulatory scheme was paramount, regardless of whether there was one regulator or many, although we noted the potential for inconsistency increased with the number of regulators in the regulation group.

We recommended that the lead agency develop a protocol to facilitate the timely exchange of case information between partner agencies. The lead agency accepted our recommendation.

6.5 REFERRALS

Regulators in a regulation group should have systems in place to ensure notifications are referred to the most appropriate regulator in a timely way and do not get ‘lost in the system’. The referral process should also provide minimum inconvenience to the notifier because members of the public do not usually have any preference as to which government regulator responds to their notification, as long as some regulator does.69

Further, poor referral practices can place strain on relationships between partner agencies.

6.5.1 What we have found

Every year, we receive a number of complaints from members of the public who have made a notification to one regulator, which referred them or their notification to another regulator. Sometimes, the notification is referred back and forth between the two regulators several times.

These complainants frequently claim that both regulators have failed to meaningfully address their notifications.

---

CASE STUDY 51

Our investigation of the regulatory practices of two regulators that often referred notifications to each other revealed that:

- referrals were not made in a timely manner
- the referring regulator did not ensure the other regulator had accepted or attended to the cases
- notifiers had not been advised of the referrals
- in some referred cases, the receiving regulator did not make a timely decision, as to whether it accepted the referral and, if accepted, which parts of the case it would address
- the receiving regulator did not advise the referring regulator in writing of its response to the referral. (This advice may have been provided orally but, if it was, no record was kept.)

6.5.2 What we recommend

Regulators in a regulation group should have arrangements in place (ideally, supported by a memorandum of understanding) that ensure:

- the referring regulator sends referrals to the receiving regulator in a timely way
- the referring regulator confirms the receiving regulator has accepted the referral before closing its case
- the referring regulator maintains communication with the notifier until the referral is accepted
- the receiving regulator advises the referring regulator as soon as practicable whether it accepts responsibility for dealing with the referral
- the regulator that ultimately decides to deal with the case advises the notifier of that decision as soon as practicable.
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It is clear that the community expects regulators and decision-makers to have effective processes in place for providing information about their regulatory policies and practices. This applies both to the broader public and the section of the public whose activities are governed by the regulatory scheme:

… issues commonly identified [by business groups about regulators] include … poor and ineffective communication, and a lack of certainty and guidance to business about compliance requirements.70

Effective communication with the section of the public whose activities are being regulated by the scheme will achieve higher levels of compliance, as discussed below.

7.1 MAKING POLICIES PUBLICLY AVAILABLE

Section 20 of the Right to Information Act 2009 (RTI Act) provides that an agency must make copies of its policy documents available for inspection and purchase by the public.71 ‘Policy document’ is widely defined to cover documents about how an agency proposes to administer statutory powers or administer schemes that may affect the rights or interests of members of the community.72 Importantly, s.20(3) provides that the policy cannot be applied to the prejudice of any person if the policy was not available, the person was unaware of its provision and the person could have lawfully avoided the prejudice had they been aware of the policy.

Also, s.21 of the RTI Act provides that agencies must publish, or have published on their behalf, a publication scheme setting out the classes of information that the agency has available, and the terms on which it will make the information available, including any charges.

Agencies must ensure that the publication scheme complies with any guidelines about publication schemes published by the Minister administering the RTI Act, on the Minister’s website. At the time of publishing, it appeared the relevant Minister was the Premier, although no guidelines had yet been published on the Premier’s website. However, the Department of the Premier and Cabinet and many other agencies have elected to publish both the names of their policy documents and also provide links to those documents on the internet.

Apart from s.20 and s.21 of the RTI Act, there are other good reasons for regulators publishing these policies, such as:

- transparency
- regulators may save time and resources on enforcement action as ready access to the policies may lead to potential offenders having a better understanding of their obligations and being less likely to commit breaches through ignorance.

---

71 Note that s.20(2) authorises agencies to delete ‘exempt matter’ from a copy of a policy document.
72 See definition of ‘policy document’ in the schedule 6 dictionary.
7.1.1 What we have found

Many officers of regulators are not aware of their obligations under s.20 of the RTI Act, nor are they aware of the scope of the term ‘policy’ which, under s.20 of the RTI Act,\(^{73}\) includes:

- enforcement policies, such as enforcement action philosophy and guidelines
- policies about heightened levels of enforcement action (known as ‘crackdowns’)\(^{74}\)
- policies about different or altered enforcement responses for a problem class of activities
- policies about proactive compliance programs.

**CASE STUDY 52**

Our officers examined a regulator’s policies and queried why some were publicly available on its website, but others were not. From the responses of the regulator’s officers it was evident that they were not aware of the obligation under the then FOI Act for a regulator to make its policies publicly available. Some officers wrongly believed that ‘policy’ has a narrow meaning and does not apply to written documents with titles such as ‘guidelines’ or ‘procedures’.

7.1.2 What we recommend

Regulators should:

- identify all policies within the meaning of ‘policy document’, as defined in the dictionary in schedule 6 to the RTI Act
- publish at least the names of its policy documents, in accordance with s.21 of the RTI Act
- make those policies available for inspection and purchase by members of the community, in accordance with s.20 of that Act.

An easy way to publish these policies is via the regulator’s website and many agencies are doing so, as part of their publication schemes, although it should be noted that s.20 authorises an agency to charge for copies of its policies.

---

\(^{73}\) Subject to whether the publication of the policy would prejudice an investigation.
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7.2 UPDATES TO NOTIFIER

It is good practice to keep a notifier advised of the progress of the investigation (to the extent that this does not prejudice the investigation or breach an obligation to maintain confidentiality) because otherwise the notifier may:

- form a view that the regulator is unresponsive and that there was little point in making the notification in the first place
- complain about the regulator’s perceived lack of response to the notifier or another entity such as our Office
- if the notifier is a self-notifier, become suspicious of the regulator’s motives (this will discourage further self-notifications, which is ineffective regulation).

7.2.1 What we have found

The following case studies are examples of poor communication with notifiers at various stages of the investigation.

CASE STUDY 53

The regulator investigated a notification. The notifier was dissatisfied with the regulator’s investigation and complained to us.

Our review of the regulator’s file showed that prior to the investigation report being finalised there was no correspondence with the notifier acknowledging his notification or providing him with information about the role of the regulator.

We told the regulator that failure to contact the notifier to acknowledge the notification and provide information about the role of the regulator could reasonably lead to suspicion and distrust in the mind of the notifier. We recommended that in future the regulator contact all notifiers and provide that information.

CASE STUDY 54

Our review of a sample of a regulator’s case files revealed that, in many cases, no record existed that:

- the notification had been acknowledged
- the notifier had been informed that the intake unit had allocated the case to an enforcement officer for investigation. Therefore, it would have been difficult for a notifier to know which officer to contact about their notification
- the notifier had been kept informed of the progress of the investigation
- the notifier had been advised of the outcome of the investigation.

We recommended that the regulator address the communication deficiencies we had identified.
CASE STUDY 55

A notifier complained about an activity at industrial premises near to their house.

The regulator had previously received a notification about the activity from another person and was already investigating the case.

We were satisfied that the second notifier had never been updated on the progress of the investigation as there was a record on the file to that effect and the notifier later complained about the activity a second time by way of a fresh notification.

CASE STUDY 56

Our investigators interviewed a number of potential offenders who had notified the relevant regulator of their potential breaches of a regulatory scheme. Each of the potential offenders reported that the regulator did not keep them up to date on its investigation. The potential offenders reported that this lack of communication made them suspicious of the regulator’s motives and less inclined to openly communicate with the regulator.

We recommended that the regulator develop and implement a policy requiring officers to regularly update a potential offender that made the initial notification of an incident on the progress of the regulator’s investigation, to the extent those updates do not jeopardise the integrity of the investigation. Also, we recommended that where the regulator decides not to investigate the incident or concludes the investigation, the relevant officer should advise the potential offender.
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CASE STUDY 57

A regulator’s powers include the right to enter an owner’s premises and carry out works where the owner has not complied with the regulator’s direction to carry out those works. In such circumstances, the owner is legally obliged to reimburse the regulator for the cost of the works.

The regulator exercised those powers over premises owned by an alleged offender. Before commencing the works, the regulator gave him a grossly inaccurate estimate of the cost of the works. Specifically, in early August, the regulator estimated the works would cost about $24,000. In mid-August, the cost of the works had reached $79,000, but the regulator did not inform the owner. In late August, the regulator advised the owner’s representatives that the cost of the works was about $100,000.

We considered that the regulator had failed to take reasonable steps to inform the owner of the escalating costs of the works.

We recommended that in cases where the cost of the works significantly exceeds, or is likely to significantly exceed, the estimate given by the regulator to the owner, the regulator should ensure that timely advice is provided to the owner about progress against the estimate, together with any reasons for variations.

If an estimate cannot be made, information should be provided to the owner of the basis on which the regulator will be charging for the work. The owner can then consider his/her position, including whether to accept that the regulator is best placed to carry out the work or explore other options for carrying out the work (e.g. by private contractors).

7.2.2 What we recommend

Regulators should develop and implement policies that ensure:

- an acknowledgement of all notifications is provided, either orally or in writing, as soon as possible after receipt of the notification
- where the acknowledgement is given orally, the officer should make and keep a record that it was given
- when a case is allocated to a new officer, the regulator should advise the notifier of that fact and the contact details of the case officer
- all notifiers (including potential offenders that have reported their own potential breaches) are kept informed of the status of their notifications at regular intervals, to the extent that it does not prejudice the investigation or breach an obligation to maintain confidentiality
- where two or more notifiers have reported the same activity, each notifier is kept updated on the progress of the investigation. The regulator cannot assume that notifiers are in contact with each other.
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It is also good practice to keep other persons with an interest in the outcome of potential enforcement action advised of the progress of an investigation (to the extent that this does not prejudice the investigation or breach an obligation to maintain confidentiality) so they are not left to find out through another source that a significant decision has been made.

7.3.1 What we have found

The following case study is an example of a regulator’s poor communication with people with a genuine interest in the outcome of enforcement action.

CASE STUDY 58

A regulator investigated whether an employer had breached a regulatory scheme in respect of an incident which resulted in an employee’s death.

The regulator decided that there was insufficient evidence to warrant a prosecution being commenced against the employer but did not communicate its decision to the deceased’s parents. They first became aware of the decision when they read about it in two newspaper articles.

Acting on our recommendation, the regulator apologised to the parents and changed its procedures.

7.3.2 What we recommend

Regulators should develop and implement policies that ensure persons with a genuine interest in the outcome of enforcement action are kept up to date on the progress of the investigation and informed of the outcome in a timely way, to the extent that this does not prejudice the investigation or breach an obligation to maintain confidentiality.

7.4 CONFIDENTIALITY OF NOTIFIER DETAILS

At sections 3.3.4, 3.3.5 and 3.3.6, we discussed the importance of not giving anonymous notifications a lower priority or ignoring them merely because they are anonymous.

This section deals with requests from notifiers that their details not be disclosed.

7.4.1 What we have found

Regulators frequently receive such requests from notifiers. Typically, the request is made if the notifier resides or works in close proximity to the potential offender, is employed by the potential offender or has some other association with the potential offender that could lead to the potential offender becoming aware of the notifier’s identity.
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Because of the operation of the RTI Act, officers should not give notifiers a blanket guarantee that their details won’t be released. Some officers do not realise that under this Act, a person has a right to obtain access to documents held by a regulator. In certain circumstances, documents are exempt from disclosure if their disclosure would cause a public interest harm by revealing personal information of a person. The fact that an individual acting in a personal capacity has provided information (including a notification) to a regulator has itself been determined to be information concerning that individual’s personal affairs.

However, FOI decision-makers may be obliged to release documents that disclose the details of the notifier if to do so would be in the public interest. Also, despite the best intentions of the officer who gave the undertaking, it is always possible that another officer or person may inadvertently release the notifier’s details as illustrated in the following case study.

CASE STUDY 59

While we were investigating a complaint against a local government, one of its councillors, who was also a journalist for the local newspaper, reported in that newspaper on the substance of our letter to the local government. The newspaper article included the complainant’s allegations, our views on the complaint and the local government’s response to it.

We discussed our concerns about the councillor’s conduct with the CEO of the local government. The CEO advised measures would be put in place to avoid a recurrence of such conduct.

7.4.2 What we recommend

Regulators should develop and implement policies that ensure:

- the identity of a notifier remains confidential wherever possible
- if it becomes necessary, during the course of an investigation, to disclose a notifier’s identity, the regulator will advise the notifier of the proposed disclosure before it is made
- officers do not give blanket guarantees that the regulator will not release the notifier’s name and other identifying information.

---

75 Section 49 and section 6 of schedule 4 of the RTI Act.
76 Re Godwin and Queensland Police Service (1997) 4 QAR 70 at 95 (paragraph 64) – decision of the Queensland Information Commissioner.
77 Note that notifications constituting ‘public interest disclosures’ within the meaning of the Whistleblowers Protection Act must be dealt with in accordance with that Act.
A good regulatory scheme is one that:

- clearly defines jurisdictional issues
- where more than one regulator has jurisdiction over aspects of a regulatory scheme, provides those regulators with mutually exclusive jurisdiction
- provides that the one regulator is responsible for all stages of regulation (for example, licensing and enforcement)
- clearly defines activities that are unlawful
- ensures factual inquiries required to determine questions of jurisdiction are straightforward
- contains penalties that are consistent and of an appropriate range.

8.1 JURISDICTION

A good legislative scheme clearly identifies the regulator responsible for taking enforcement action for breaches of the scheme. If responsibility is unclear, time and resources will be wasted.

8.1.1 What we have found

The following case studies are examples of the problems that can arise where investigative responsibility is not clearly defined.

CASE STUDY 60

A notification was made to regulators A and B about how a regulated activity was being conducted. The regulators repeatedly referred the notification to each other for action. The reasons for these multiple referrals were not apparent from our review of the case files.

The determining jurisdictional factor was the size of the activity but neither regulator had taken the steps necessary for making this assessment.

Eventually, both regulators undertook a site inspection to make the assessment after the notifier contacted their local councillor to complain about a lack of action by either regulator. This amounted to duplication of resources.

We recommended that regulator A consider seeking legislative amendment to allocate enforcement responsibility on another basis.

CASE STUDY 61

A notification was made to regulator A about how a regulated activity was being conducted. Under the legislation, having regard to the size of the activity, regulator B had the responsibility to investigate the activity.

The officers of regulator A apparently did not appreciate that the investigation of the incident was regulator B’s responsibility. It is not clear what action regulator A took in relation to the notification.

Regulator B became aware of the incident about 10 months after it happened. Its officers told our investigators that the delay in its being notified may have prejudiced its response to the incident because, among other things, the 12-month limitation period on commencing a prosecution against the potential offender had nearly expired.

CASE STUDY 62

Legislation provided that regulator A could not investigate certain notifications more appropriately dealt with under another law.

A notification was made to regulator A about how an activity was being carried out on certain premises.

Regulator A advised the notifier that regulator B had the responsibility to investigate the notification because regulator B had issued a licence under other legislation in respect of those premises many years ago.

Regulator B disputed that the notification was more appropriately addressed under the other legislation but ended up dealing with the notification when regulator A refused to act.

CASE STUDY 63

Regulator A received notifications about how a regulated activity was being carried out.

Under the regulatory scheme, regulators A and B each had jurisdiction for regulating the activity in different, mutually exclusive circumstances. However, the legislation did not clearly define the circumstances.

Each regulator interpreted the legislation differently and suggested the other had responsibility to investigate the notifications, which led to a delay in the notifications being investigated.

8.1.2 What we recommend

Regulators should work together to seek necessary amendments to regulatory schemes to ensure:
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- jurisdictional issues are clearly defined
- where more than one regulator has jurisdiction over aspects of a regulatory scheme, they are given mutually exclusive jurisdiction
- any factual inquiries required to determine questions of jurisdiction are straightforward.

Where a legislative solution is not possible, regulators should enter into arrangements (such as a memorandum of understanding) that ensure the effective management of jurisdictional issues.

8.2 OVERLAPPING REGULATORY SCHEMES

The way a regulator administers a regulatory scheme can impact on another regulator’s enforcement responsibilities under a related scheme.

8.2.1 What we have found

The following case study illustrates the type of problem that can arise in such situations.

CASE STUDY 64

A local government approved a development application for the construction of a building in which a light industrial activity was authorised to be conducted.

A state regulator had enforcement responsibility under a separate regulatory scheme for aspects of the activity.

The approval issued by the local government did not include any conditions relating to the aspects of the activity regulated by the state regulator, although the local government had power to impose such conditions.

A notification was made to the state regulator about how the activity was being carried out. The state regulator was obliged to respond to the notification, which may not have been made had the local government imposed conditions on the development approval, relevant to the state regulator’s jurisdiction.

8.2.2 What we recommend

Partner agencies should have appropriate arrangements in place (supported by a written agreement such as a memorandum of understanding) requiring them, in enforcing the regulatory scheme, to have regard to each other’s responsibilities to facilitate each other’s work.

8.3 PENALTIES

A good legislative scheme contains penalties that are consistent and of a range appropriate to breaches of different levels of seriousness.
8.3.1 What we have found

The following case studies relate to regulatory schemes in which the range of penalties was inadequate.

CASE STUDY 65

Some local governments had the delegated authority to regulate the discharge of solid or liquid rubbish and/or sediment to drains or otherwise into a water catchment contrary to the Environmental Protection (Water) Policy 1997 and to issue a fine of between $300 and $600.

However, some local governments complained that the fine did not deter many businesses from perpetrating those breaches, as the businesses were of the view that the local governments did not have the resources to prosecute them and that, in any event, the fine was tantamount to a minor business expense.

CASE STUDY 66

Under repealed legislation, the penalty for failing to ensure the workplace health and safety of an employee under the Workplace Health and Safety Act[79] was 500 penalty units or one year’s imprisonment if the breach caused bodily harm or 800 penalty units or two years’ imprisonment if the breach caused death or grievous bodily harm.

However, the penalty under the Electricity Regulation[80] for failing to take reasonable steps to ensure a person can work safely or for failing to ensure electrical work is not performed in proximity to exposed high voltage conductors (s.128) was only 20 penalty units, even though the consequences of a breach could be fatal.

On our recommendation, the penalties were reviewed and amended.

8.3.2 What we recommend

Legislation establishing a regulatory scheme should provide for a range of penalties that is:

- appropriate to breaches of different levels of seriousness
- consistent with the range of penalties provided in overlapping regulatory schemes in relation to breaches of a similar kind.

8.4 CLEARLY DEFINING UNLAWFUL ACTIVITY

A good legislative scheme facilitates the making of clear judgements about the lawfulness of particular activities so that the regulator may confidently act to enforce the law.

---

[79] Section 24 of the Act.
[80] Section 126 of the Regulation.
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8.4.1 What we have found

The following case study relates to inconsistent provisions in overlapping legislation establishing a regulatory scheme. As a result, it is unclear whether certain activity is legal or illegal.

CASE STUDY 67

Under s.62 of the Nature Conservation Act 1992 (NC Act), a person must not take fish, invertebrate animals and/or mud crabs from national parks under certain licences or permits or other authorities but may take fish, invertebrate animals and/or mud crabs in a prescribed place but not for a commercial purpose.

Section 27 of the Nature Conservation Regulation 1994 (NC Reg)\(^{81}\) provided that a person may take fish, invertebrate animals and/or mud crabs in prescribed areas within certain national parks unless:

- the animals caught are in breach of the then Department of Primary Industries and Fisheries’ (‘DPIF’) size, number, method, species and location limits
- it is prohibited to catch that animal in that particular area under a regulatory notice.

There had been differing interpretations as to whether these two provisions:

- allow or prohibit commercial fishing in national parks
- allow commercial fishing in national parks where the fisher holds a DPIF licence.

In March 1999, the then Minister for the Environment, the Honourable Dean Wells MP, addressed these differing interpretations in respect of Lakefield National Park by prohibiting commercial fishing in that park.

In 2003, a native title claim was lodged in Queensland that included waters of a national park. Among others, members of the Queensland Seafood Industry Association (QSIA) held licences issued by the DPIF to commercially fish in that national park.

Two of those members sought, through a notice of motion, to be joined as parties to the native title proceeding on the basis that they were persons whose interests might be affected by the determination in the native title claim.

The Federal Court of Australia ruled on the motion.\(^{82}\) The judge who heard the motion made the following assessment:

> The motion is, in truth, the vehicle selected by the QSIA ... to test a conflict that has emerged between commercial fishermen and the Queensland Environmental Protection Agency ... It is a striking feature of the case that, though there has been in force since 1994 what counsel for the State of Queensland contends is a clear prohibition on commercial fishing in national parks, the Queensland Department of Primary Industries ... has continued to issue annual licences which ... authorise commercial fishing in national parks.\(^{83}\)

---

\(^{81}\) In force during our investigation.

The judge understood the State of Queensland’s argument to be ‘if holders of such licences seek to exercise the right to fish commercially in national parks … they will contravene the prohibition contained in the [NC Act]’ and that if it is held to be unlawful for the two members to fish in the national park that was part of the native title claim, then the two members would not have a sufficient interest in the native title claim to be joined as parties to it.

The Court ruled that the two members were exempt from the prohibition in s.62 of the NC Act so long as they complied with the conditions referred to in s.27 of the NC Reg. The Court’s reasoning included:

- section 27 of the NC Reg operates to impose the restrictions contained in it on all fishermen, including but not limited to recreational fishermen, who fish in national parks
- the predecessor of s.62 of the NC Act appeared to allow commercial fishing in national parks
- the ‘long standing and widespread practice of commercial fishermen being permitted by their licences issued [by the DPIF] to fish in certain waters of certain national parks’
- when changes to the NC Act were made in 1994, the then Minister explained that the changes would enable ‘the [Environmental Protection Agency] to authorise and regulate [some] recreational fishing’ but he did not mention that another intent of the amendments was to prevent commercial fishing in national parks.

The Court also said that the prohibition in s.62 of the NC Act on a person taking fish, invertebrate animals and/or mud crabs for a commercial purpose ‘is not a general prohibition against commercial fishing in national parks. It is expressly limited to qualifying the permission contained in [s.62] to take fish [invertebrate animals and/or mud crabs] from national parks’. The Court said that the provision ‘should be read as confined to preserving the right of recreational fishermen to fish in certain national parks’.

We recommended that the regulator seek to clarify the situation, if necessary, by legislative amendment.

CASE STUDY 68

In one investigation, we found evidence that notice was not being given to relevant people, contrary to the statutory requirements of the regulatory scheme. The regulator then informed us that it was aware its officers were not complying with the notice requirement in all cases.

We told the regulator that if it considers that the notice requirement is not necessary, the appropriate action is to seek legislative amendment. On the other hand, if it is considered that the regulatory scheme is appropriate, it is incumbent on the regulator to take action to ensure its officers enforce the requirements.

8.4.2 What we recommend

A regulator should periodically review legislation relating to any regulatory scheme it administers to:

- identify any ambiguity or inconsistency in the application of the legislation to particular circumstances
- identify any inconsistency with legislation relating to an overlapping regulatory scheme
- seek appropriate amendments to clarify the ambiguity or inconsistency.
9.1 WHERE POTENTIAL OFFENDER IS ANOTHER REGULATOR

A regulator that is a potential offender should be treated consistently with other potential offenders. This should not be confused with special approvals that may be needed as a matter of government policy for one government agency to take civil proceedings against another. In New South Wales, the Premier’s Department has issued a memorandum and attached guidelines clarifying the distinction, which provide:

2.1 Government authorities have a responsibility to comply with the law and can be subject to the same penal sanctions as the rest of the community …

2.3 Nothing in these guidelines is meant to in any way interfere with the normal prosecution discretion as to whether or not to commence prosecution proceedings or to discontinue prosecution proceedings …

2.4 However, it is appropriate that Government authorities vested with the power to commence prosecutions should consult with the Government authority against whom a prosecution is contemplated …

2.5 This consultation process is consistent with the normal processes that are followed by a prosecution agency when determining whether or not, in all the circumstances, prosecution action is the most appropriate way of dealing with a possible breach of law and is not meant to imply that Government authorities are treated any more favourably than other defendants.

9.1.1 What we have found

Regulators are sometimes reluctant to take prosecution proceedings against another regulator.

CASE STUDY 69

A regulator’s responsibilities overlapped those of other regulators that were also potential offenders. Some officers of the first regulator told our investigators that they considered it was not in the public interest to issue proceedings against any of those other regulators ‘because taxpayers would just be paying the bill’.

9.1.2 What we recommend

Regulators should develop and implement policies that ensure regulators that are potential offenders are treated consistently with other potential offenders.

---

84 NSW Premier’s Department (8 October 1997) Memorandum No. 97-26: Litigation Involving Government Authorities, NSW Premier’s Department.
9.2 CONFLICT OF INTEREST AND BIAS

A conflict of interest occurs when an officer’s private interests interfere, or appear to interfere, with the officer’s duty to put the public interest first.\(^{85}\)

Conflicts of interest can arise as a result of:

- **Pecuniary interest** – that is, the enforcement officer will gain or has the potential to gain personal financial benefit from their official duties (including by avoiding financial disadvantage)\(^{86}\)
- **Non-pecuniary interest** – that is, family or other personal relationships or interests (including involvement in sporting, social or cultural activities) or even strongly held personal convictions.\(^{87}\)

Conflicts of interest can result in bias (actual or apprehended) in decision-making. Apprehended bias occurs where a ‘reasonable person’ aware of the conflict of interest would conclude that the regulator’s decision in respect of a potential offender is not or will not be impartial.\(^{88}\)

It is obvious that conflicts of interest should be avoided where possible and most regulators address the issue in their codes of conduct. If they cannot be avoided, they should be appropriately managed to ensure questions of bias do not arise.

Officers should also be aware of s.9(2)(b) of the Public Sector Ethics Act, which provides that a public official should ensure that any conflict between the person’s personal interests and official duties is resolved in favour of the public interest.

---


\(^{88}\) The CMC discusses ‘perceived conflict of interest’, see Independent Commission Against Corruption (ICAC) and Crime and Misconduct Commission (CMC) *Identifying and Managing Conflicts of Interest in the Public Sector*, retrieved 27 April 2007 from the world wide web: [http://www.cmc.qld.gov.au/asp/index.asp?pgid=10849](http://www.cmc.qld.gov.au/asp/index.asp?pgid=10849). A ‘perceived conflict of interest’ is an example of apprehended bias. However, it is possible for an apprehension of bias to arise in the absence of a conflict of interest (for example, the way a decision-maker talks to an applicant may lead a reasonable third party to perceive that the decision-maker dislikes the applicant and therefore is not making the decision impartially).
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9.2.1 What we have found

A regulatory scheme may itself create a conflict of interest for the person investigating an alleged breach, as the following case study illustrates.

CASE STUDY 70

At the relevant time, s.62 of the Electricity Act provided that 'the chief executive of the department is the regulator'. In practice, most of the electrical safety regulatory functions were delegated to officers of the Electrical Safety Office.

The regulator's functions were described in s.63 of the Act and included obligations 'to ensure the safety requirements under this Act are complied with' and 'to monitor compliance with this Act'.

The Act required that all electrical incidents be reported to the regulator.

Under s.71, the regulator could appoint officers and employees of the public service and employees of electricity entities as authorised persons, that is, persons who the regulator considered had 'the necessary expertise or experience'.

The Act gave authorised persons powers to investigate offences.

Section 171 provided that, on receiving a report of an incident, an electricity entity must ensure an authorised person immediately investigated the incident and must provide that report to the regulator.

Under s.120(3) of the Act, an electricity entity was not required to provide the regulator with information that 'might tend to incriminate the entity'.

Authorised persons employed by electricity entities commonly investigated incidents involving infrastructure controlled or operated by their employers and clearly had a conflict of interest where their investigations were relevant to potential breaches of the Act by their employer.

Alternatively, the conflict of interest may be directly created by the regulator and inappropriately managed, as the following case study illustrates.

CASE STUDY 71

An employee of a company operating within a regulated industry was seconded to the regulator with regulatory responsibility for that industry. The regulator gave the officer a role in the investigation of a potential breach by the company.

The following case study illustrates how work-based associations can create a conflict of interest, leading to apprehended or actual bias in the performance of duties.
CASE STUDY 72
The regulator’s officers were friendly with employees of an entity operating within a regulated industry because of ongoing work related contact and because many of the officers had previously been employed by that entity.
Because of this relationship, officers appeared to accept without question statements prepared by employees of the entity in cases where the entity was the potential offender.

The following case study demonstrates that an enforcement officer should not be involved in the investigation of the notification if they have some involvement in the subject of notification itself.

CASE STUDY 73
We received a complaint from a notifier who was not happy about the way the agency handled her notification about a decision of the senior officer.
Particularly, the agency had decided that the senior officer should conduct the investigation of the notification. That decision was unreasonable because the senior officer had made the decision that was the subject of the notification.
As there was clearly a perception of bias, we recommended that the chief executive apologise on behalf of the agency for that decision.

9.2.2 What we recommend
Regulators should:

• seek amendments to any regulatory scheme that directly or indirectly creates potential conflicts of interest for its officers
• develop and implement policies that ensure conflicts of interest are recorded and reported to supervisors and appropriately dealt with to prevent situations arising that involve actual or apprehended bias
• ensure officers are trained in recognising and dealing with conflicts of interest.

9.3 REGULATORY CAPTURE
‘Regulatory capture’ is the theory that a regulator and the entities in the industry it regulates build working relationships that have the potential to lead to the regulator becoming unwilling to perform its compliance tasks diligently and impartially in respect of the entities so as to avoid jeopardising those relationships.89

CHAPTER 9: REGULATORY INDEPENDENCE

9.3.1 What we have found

Regulatory capture is a particular risk where a regulator with responsibility for promoting the development of a particular industry is also responsible for the regulation of all or part of that industry. The following case study is an example of such a situation.

CASE STUDY 74

One of our recommendations during the WEP was for the appointment of a Ministerial Reviewer to conduct a strategic and management review of the former Electrical Safety Office. That recommendation was accepted and a Ministerial Reviewer was engaged to perform this function.

In his final report, the Ministerial Reviewer raised the issue of regulatory capture when discussing the lack of compliance activity by the Electrical Safety Office during the five year period ending June 2001. He stated:

"It is difficult to pinpoint one single cause for this obvious reluctance to assume the regulatory role. One suggestion for the seeming reluctance to become involved with investigations and prosecutions relates to the issue of regulatory capture. The theory of regulatory capture espouses the view that regulatory organisations particularly within the context of a single industry become ‘captured’ by the industry itself and are unable or unwilling to perform any tasks that may jeopardise the relationship between the entities. A recent article by Briody, M. and Prenzler, states:

Capture theory describes the process by which government agencies responsible for corporate regulation, serving the interest of the corporate regulation, shift from enforcing public interest law to serving the interests of the corporate identities being ‘regulated’.

While it is hard to argue against the theory, any future role of the ESO [Electrical Safety Office] will have to be particularly vigilant in ensuring such a situation never occurs again. The continuing and hopefully closer arrangement between the ESO and WH&S [Workplace Health and Safety] may provide some light that ensures the ESO understands its role as regulator. This may hold one of the keys to resolving this complex issue.

---

CASE STUDY 75

We conducted an own initiative investigation of the enforcement practices of a regulator. One of the issues we investigated was whether the regulator had been captured by the industry it regulated. Our investigation found many signs of possible regulatory capture. These included:

- the regulator (whose role was to regulate safety in the industry) was located within the agency responsible for promoting the economic interests of the industry
- in agency publications, safety appeared merely as one goal alongside others such as economic development
- the regulator had a low level of prosecution activity
- the legislation applying to the regulator allowed wide discretion to act
- decisions on whether to prosecute were made by the chief executive of the agency on the recommendation of a committee that had no legislative basis, was not publicly acknowledged and comprised some members from outside the regulator
- there was a marked preference for informal recommendations and advice, which were not properly recorded. Therefore, the full extent of the regulator’s enforcement activity was not being reported and, as a result, observers believed the regulator was ineffectual
- there was a high turnover of enforcement officers to the industry, where they were able to earn significantly more than they earned as enforcement officers
- the regulator’s budget and resources were insignificant compared with those in the industry
- there was frequent social collaboration between the industry and the regulator, with many personal friendships formed over many years
- regulatory work often took place in isolated regional communities where ‘everyone knows everyone else’ and enforcement officers often relied on the industry’s hospitality and resources to conduct their work.

We considered that the existence of these indicators gave rise to a reasonable perception of regulatory capture. However, our investigation did not reveal any evidence of inappropriate political, union or industry interference or influence in the way the regulator performed its functions.

Therefore, we recommended that the regulator take steps to address some of the indicators listed above to remove or reduce the perception of regulatory capture.
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The Queensland Executive Council Handbook explains:

Administrative Arrangements set out the principal Ministerial responsibilities of Ministers and the Acts that they administer. The Arrangements are determined solely by the Premier and are made by Order in Council in accordance with section 44 of the Constitution of Queensland 2001 ...

Amendment Orders arise when a Minister or Ministers write to the Premier requesting the transfer of administrative responsibility for legislation or amendment to the description of their Ministerial responsibilities. A letter from the relevant Minister usually requests the transfer of administrative responsibility from one Minister to another. All Ministers affected by the proposed changes must sign the letter, or write independently to the Premier ...

Departmental functions and responsibilities are also the responsibility of the Premier. A Departmental Arrangements Notice is prepared to amalgamate part or parts of Departments, create an entity and add that entity to any Department and matters of a like nature, as specified within the Public Service Act 1996 … The administration of these matters is undertaken by the [Office of the Public Service Commissioner] ...

Consolidated Departmental Arrangements Notices are prepared on the Premier’s instructions following a general election. In addition, amendments to Departmental Arrangements Notices are made from time to time with the approval of the Premier.92

The Executive Council Secretariat administers changes to administrative arrangements.

9.3.2 What we recommend

A regulator should:

- seek legislative and/or administrative changes if it considers that the regulatory scheme it administers is set up in such a way that there is the potential for the regulator to be captured by the industry it regulates93
- in formulating proposals for legislation establishing a regulatory scheme for an activity, ensure, as far as practicable, that the regulator responsible for administering the scheme does not have other responsibilities for the activity that are inconsistent with the perception of impartial and independent enforcement.

---

CHAPTER 10: RECORDKEEPING

Agencies are required to make ‘full and accurate records’ in accordance with the Public Records Act. Information Standard 40 – Recordkeeping (IS40), published by Queensland State Archives, has been developed primarily to help public authorities meet their recordkeeping obligations under the Public Records Act. The Best Practice Guide to Recordkeeping (Best Practice Guide), Compliance Guideline and Compliance Checklist support IS40 and may be used by public authorities to develop their own policies and procedures.

Every regulatory system should give prominence to the need to make and keep appropriate records because:

There are well-established benefits of government agencies maintaining comprehensive records of both their decisions and the processes undertaken in making those decisions. Similarly, there are serious risks for agencies that fail to document their decisions, and decision-making processes properly. Some of the benefits of proper record keeping are as follows:

- Effective record keeping leads to improved decision making by providing decision makers with comprehensive, detailed information on which to base their decisions.
- A proper record of the steps taken to arrive at a particular decision assists the decision maker to prepare a comprehensive statement of reasons.
- Proper records enable the agency to establish how particular decisions were made, in the event that the agency needs to revisit a matter for any reason in the future.
- Proper records assist review bodies to understand why and how a decision was made.
- Proper record keeping enhances transparency in government by enabling agencies to respond meaningfully to requests under the Freedom of Information Act 1992.
- Accountability in government is also enhanced by agencies maintaining proper records of decisions and decision-making processes.

94 Referred to as ‘public authorities’ in the Public Records Act.
95 Section 7(1)(a) of the Public Records Act.
96 Queensland State Archivist, Recordkeeping (IS40) [Information Standard 40], retrieved 30 April 2007 from the world wide web: www.governmentict.qld.gov.au/02_infostand/standards/is40.htm.
101 Now the RTI Act.
10.1 MEANING OF RECORD

The Best Practice Guide explains that there is a difference between ‘documents’ and ‘records’:\(^{103}\)

To identify the point at which a document is regarded as a record, assess the significance of the transaction in which the record is involved or the significance of the document in terms of its value as information ... This requires an appraisal decision. The appraisal process is explained in Information Standard 31: Retention and Disposal of Government Information and Ellis, J (1993).

... reference to the relevant disposal authority approved by the State Archivist will assist public authorities in ensuring that the appropriate records are captured and retained for as long as those records have value.\(^{104}\)

Information Standard 31, also published by the Queensland State Archivist, explains:

The appraisal process involves identifying and analysing the functions and activities of agencies and assessing the value of the related records according to a set of criteria that includes consideration of accountability, legal, administrative, financial, research and socio-cultural requirements and expectations.

For accountability purposes appraisal decisions should be documented in an appraisal report and a disposal schedule developed for authorisation by the State Archivist to support the systematic and legal disposal of public records.\(^{105}\)

One of the services provided by the Queensland State Archives is the appraisal of records to establish their value as archives and/or how long they need to be kept to meet business requirements and community expectations.\(^{106}\)

---


10.1.1 What we have found

Enforcement officers are often unsure whether particular documents constitute records for the purpose of the Public Records Act and should be kept. For example, during the negotiation of the conditions for a licence under a regulatory scheme, there may be frequent, significant changes to the proposed licence conditions with the result that the final conditions vary greatly from the conditions originally proposed. Some enforcement officers may be unaware that, in some circumstances, they may be required to keep drafts of licence conditions in addition to the final settled licence conditions.

10.1.2 What we recommend

Regulators should develop and implement a policy providing guidance to officers on:

- what constitutes a record for the purposes of the Public Records Act
- their obligations to make and keep records under that Act.

If necessary, regulators should seek the advice of Queensland State Archives in developing the policy.

Regulators should also:

- provide appropriate training to officers on recordkeeping
- conduct regular audits of files to ensure records are being properly kept.

10.2 COMPLETE RECORDS

As we have stated, the Public Records Act requires regulators to make and keep full and accurate records.

10.2.1 What we have found

Failure to make adequate records can create significant problems for officers if their decisions are the subject of review, as shown by the following case studies.
**CASE STUDY 76**

A note 'All okay' appeared in an officer's personal notebook in relation to an inquiry the officer had made about a child's welfare. However, no entry about that event appeared in the regulator's electronic case management system until 49 days after the event occurred. By that time, the child had died and the officer was aware of the likelihood that the officer's handling of the case would be reviewed. The note the officer created in the electronic case management system read:

Case Note – Phone call to group home 24 July 2001
House mother reports that all is going well. [Mother] is in good spirits and has demonstrated that she is capable of caring for [child]. The only problem seems to be that [mother] is reluctant to get up to [child] in the night for feeding. Housemother has informed [mother] that she is reporting back to the department and this could be a concern if it continues. Housemother also stated that sometimes in the morning [mother] needs a bit of a 'shove' to fix [child] if [mother] is playing on the Nintendo, but there are no significant concerns regarding [mother’s] care of [child].

The brevity of the initial record cast doubt on the credibility of the electronic record created much later.

**CASE STUDY 77**

An intra-office memorandum on a file stated that a witness’s solicitor did not desire the witness to be interviewed.

The regulator’s records contained no correspondence from the solicitor or file note of a telephone or other conversation with the solicitor about the issue. After noting several other instances of incomplete records during the same investigation, were recommend that officers record the substance of all operational contacts. The regulator agreed with our recommendation.
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CASE STUDY 78

A regulator’s officers conducted a detailed inspection of a site to verify whether a potential offender’s business activities were being conducted in compliance with a notice issued by the regulator.

According to the relevant policy, a site inspection of this level (the highest level) had to be planned and scoped, involve a multi-disciplined team, examine compliance with the legislation (in addition to the regular examination of statutory documents) and be supported by extensive documentary evidence.

The only records located by our investigators of the site inspection and outcome of the inspection were the following entries in the electronic case management system:

- Site Inspection-Level C
- 4 [hours spent on inspection]
- Inspection of [plan for management of the activity] progress
- They complied.

CASE STUDY 79

The regulator investigated a notification. The notifier was not happy with the regulator’s investigation and complained to us.

Our review of the regulator’s file showed that there was no evidence on file to indicate that the notifier was advised that the regulator would only be examining one specific issue (although the notifier had raised a number of issues).

The regulator advised us that the enforcement officer did discuss the scope of the investigation with the notifier on several occasions, but as this type of discussion was commonplace it was not documented.

We told the regulator that it was a requirement to keep records, including records of discussions with the notifier as to the scope of the investigation. We also impressed upon the regulator that, if such records were kept, they would have assisted us and other external reviewers to decide whether the complainant was adequately informed of the scope of the investigation. It may also help to advise notifiers of the scope of the investigation in writing.

10.2.2 What we recommend

The policies and training recommended at 10.1.2 should highlight the requirement in the Public Records Act that sufficiently detailed records are made and kept of all operational activities.
10.3 CONTEMPORANEOUS AND SEPARATE RECORDS

Version 1.01.00 of the Best Practice Guide\textsuperscript{107} recommended that records be made contemporaneously and that separate records be made of distinct events.

10.3.1 What we have found

Some officers of regulators are in the habit of recording information a considerable time after the event to which the information relates, as the following case study illustrates.

Case study 76 demonstrates the difficulties that arise where a sufficient record of an operational action is not created contemporaneously.

The following case studies relate to a failure to create separate records of distinct events.

**CASE STUDY 80**

A regulator received a notification of non-compliance by company A with a regulatory scheme. An officer telephoned a person from the company on three occasions to discuss the alleged non-compliance. The only records made of these conversations were as follows:

- **15-NOV-2004**
  - **Telephone Call**
  - Spoke with Ken from company A on 1/11, 3/11 and 6/11 regarding the allegations of non-compliance from their site
  - Company A agreed to [do certain things] to remedy the non-compliance.

**CASE STUDY 81**

In one of our investigations, an enforcement officer told us that it was his practice after making inquiries to type notes of the inquiries into his computer and then incorporate those notes into a final report without keeping the original notes.

This practice meant that, once the officer had completed his investigation, the supervisor or an external reviewer (such as my Office) would be unable to readily determine:

- the source of the information upon which his conclusions were based
- when the evidence was obtained
- the circumstances in which the evidence was obtained.

We considered this to be an inappropriate recordkeeping practice and made recommendations to the regulator designed to improve its recordkeeping.

\textsuperscript{107} Queensland State Archives (January 2003) *Best Practice Guide to Recordkeeping*, V1.01.00, Brisbane: Queensland State Archives at clause 7.3.1.1.
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10.3.2 What we recommend

The policies and training recommended at 10.1.2 should highlight the desirability of making records of operational activity as contemporaneously as possible.

10.4 REASONS FOR DECISIONS

Regulators must record proper reasons for their decisions in order to comply with the Public Records Act and in the interest of consistency and transparency.

Reasons should:

- **Set the scene** – that is, explain the legislative framework for the decision and what factors need to be taken into account to make the decision
- **Refer to specific evidence** – that is, refer specifically to different pieces of evidence that support the conclusion reached rather than to ‘all the evidence’ or to a lengthy document upon which the decision-maker relied
- **Discuss the weight of evidence** – that is, explain how conflicting evidence was treated and why more weight was given to some evidence than other evidence in reaching the conclusion
- **Be presented in a logical order** – that is, in a chronological or some other appropriate order.

Version 1.01.00 of the Best Practice Guide stated that compliance with IS40, Principle 7, is indicated by, among other things, ‘records of deliberations involved in the making of decisions’ and records ‘of the individual exercise of discretionary judgment’.

Therefore, if an officer or a committee makes a decision of any significance about a case, they should record both the decision and the reasons for it.

10.4.1 What we have found

Our investigations frequently reveal that officers of regulators do not record reasons, or sufficient reasons, for their decisions, as the following case studies illustrate.

---

CASE STUDY 82

Our investigators examined a sample of files of a regulator to determine whether its responses to potential breaches were reasonable. In many instances, our investigators could not determine whether the action taken was reasonable or not because:

- the enforcement officer did not make any written recommendation as to the appropriate enforcement action
- there were no records or insufficient records of a supervisor's instructions
- the minutes of meetings of a committee that met to consider cases did not record the substance of the discussions in relation to cases considered at the meetings and the committee's reasons for its decisions.

CASE STUDY 83

This case study is based on the same investigation as case study 57. As mentioned in case study 57, the regulator has powers to enter an owner’s premises and carry out works (to be reimbursed by the owner) where the owner has not complied with the regulator’s direction to carry out those works.

While carrying out the works, enforcement officers removed numerous items from the owner’s premises. However, they did not make a written inventory of the items that were removed and dumped. The regulator told us that the preparation of a written inventory was not a requirement under its procedures.

Although the regulator’s officers took about 100 photographs of the owner’s property (including before and after the work commenced), there was no clear documentary evidence of the items removed or dumped. Therefore, it was difficult for the regulator to refute the owner’s claims that valuable specified materials had been removed from the property.

We agreed with the regulator that, in deciding whether to prepare a complete inventory of the items removed, it was necessary to consider competing demands such as cost, risk to public health, workplace health and safety considerations and resourcing issues.

We therefore recommended that:

- The regulator require that enforcement officers make an adequate record of items they remove from properties while carrying out such works.
- Officers be given the discretion to select the recordkeeping option that best fits the circumstances of the particular job, (such options include photographing the property, video recording with commentary, and making written inventories).
- The regulator provide guidance to its enforcement officers on the actions to be taken where, in carrying out such works, an item is identified that is clearly valuable or that the property owner claims to be valuable.
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Officers of regulators often fall into the trap of believing that by recording the outcome of a case (often in accordance with a standard formula), they are recording the reasons for their decisions. They are not. Reasons address the who, what, when, where, why and how of a decision, not the outcome.

The following are some examples of inadequate reasons for decisions to take no enforcement action recorded by regulators in various cases we investigated:

• ‘The evidence died with the worker’
• ‘The incident was due to circumstances over which there was no control’
• ‘There was likely operator error’
• ‘It is considered unlikely that sufficient evidence to support a successful prosecution could be gathered’
• ‘Despite a detailed investigation, insufficient evidence was gathered to support a breach of any legislation administered by this department’
• ‘NFA - [Regulator] otherwise satisfied’
• ‘The evidence has been reviewed. We do not consider it appropriate to pursue the matter any further’
• ‘You should pursue your own remedies’.

These are mere assertions rather than reasons and invite questions, such as:

• What evidence died with the worker?
• What were the circumstances over which there was no control?
• What was the nature of the ‘likely operator error’?
• What additional evidence was required to support a prosecution?

CASE STUDY 84

In the course of investigating a regulator’s regulatory practices, our investigator (I) recorded the following exchange with an enforcement officer (E):

E: My initial investigation was really only to cover what happened and how it happened. I haven’t really got into why it happened.
I: But on [date], you recommended no prosecution.
E: Yes.
I: Without finding out why [it happened].
E: Well I couldn’t find out why.
I: Well, I suppose the problem with that is that your memorandum doesn’t say that, does it?
E: No, it doesn’t.
I: So when someone comes and does an external review like we’re doing, we don’t have anything to support your story. We can’t find anything on the file where you’ve made any file note about your concerns.
E: No, you won’t find that.

The following case study is also an example of a regulator failing to provide adequate reasons.
CASE STUDY 85

A regulator made a decision that adversely affected the complainant. The letter advising the decision:

- contained general discussion regarding the relevant Act of Parliament
- referred generally to a number of lengthy documents as being the basis of the decision
- quoted the relevant section of the Act
- essentially stated that the statutory test had not been satisfied.

The letter provided no details of the issues and evidence taken into account in making the decision. The complainant advised that she did not understand how the decision could have been reached and asked for an explanation. The regulator advised that it had carefully considered the matter and confirmed the result.

The complainant complained to us that the regulator could not possibly have reached the conclusion it did having regard to the evidence she had provided. Our officers discussed the matter with the regulator and obtained from it details about how it reached the decision, what specific evidence it took into account and how it assessed the conflicting evidence.

We resolved the matter informally through our discussions and the regulator’s agreement to provide the complainant with full reasons for the decision, including information that the complainant did not previously have. Although the complainant was still not satisfied with the outcome, she finally understood the reasons for the regulator’s decision.

10.4.2 What we recommend

The policies and training recommended at 10.1.2 should highlight the need for enforcement officers, and their supervisors, to make and keep a sufficient record of the reasons for any decision of operational significance.

10.5 RECORDS OF ‘ANONYMOUS’ INFORMATION

At sections 3.3.4, 3.3.5 and 3.3.6, we discussed the importance of not dismissing anonymous notifications or giving them a lower priority, merely because they are anonymous. At section 7.4, we also explained why officers should not give a notifier a blanket guarantee that the regulator will not release information provided by the notifier of a personal nature.

This section discusses the requirement in the Public Records Act that agencies must keep a record of all personal details given by a notifier.

10.5.1 What we have found

Our investigations have shown that some officers do not understand this requirement, as the following case study illustrates.
CASE STUDY 86

From time to time, a regulator received notifications of breaches of a regulatory scheme from persons who had given their name and/or their contact details to the regulator but requested to remain ‘anonymous’. There appeared to be no consistent practice among officers as to how these types of notifications were recorded. In some cases, the word ‘anonymous’ was entered in the field in the case management system where the notifier’s name should have been entered, even though the officer was aware of the notifier’s identity.

10.5.2 What we recommend

The policies and training recommended at 10.1.2 should highlight the need for enforcement officers to:

- keep a record of all personal details given by a notifier and of any request by a notifier to remain anonymous or that the notifier’s identity not be disclosed to a specified person or persons
- make appropriate arrangements for the security of the information in accordance with the level of sensitivity of the information.

10.6 AVOIDING UNPROFESSIONAL COMMENTS

Officers of regulators should avoid recording gratuitous and derogatory remarks because:

- it is contrary to the ethical principle in the Public Sector Ethics Act to treat all people with respect
- it is unprofessional
- it could be indicative of bias
- in the absence of an applicable exemption, such remarks may have to be released under the RTI Act\(^\text{110}\) to an applicant. Embarrassment is not a ground of exemption under the Act.

10.6.1 What we have found

Some officers of regulators do not appreciate the need to avoid making gratuitous and derogatory remarks, as the following case study illustrates.

\(^{110}\) A right to information request applies to ‘documents’ in the possession or under the control of the agency at the time the application is made, not just to ‘records’ within the meaning of the Public Records Act.
CASE STUDY 87

A note on a case file read:

Received phone call from Mr A, he is about 85 years old and a very erratic individual. He was complaining about the application he had lodged – seemed pretty upset with no good reason. Said he had been waiting for a letter from us for over 6 months …

From what I know of his application, there is no chance of it being approved.

10.6.2 What we recommend

The policies and training recommended at 10.1.2 should highlight the need for officers to avoid making gratuitous and derogatory remarks in official records.

10.7 UNATTACHED RECORDS

Version 1.01.00 of the Best Practice Guide111 advised that records should not be stored separately from the file.

10.7.1 What we have found

This practice is often not followed and we have found that officers sometimes use multiple record systems, as the following case study illustrates.

CASE STUDY 88

We investigated the adequacy of actions of certain government agencies in relation to the safety and wellbeing of a child112 who died aged 10 weeks.

Upon receiving notification of the sudden unexplained death of a child, the Queensland Police Service’s procedures required an authorised police officer to initiate a search of the relevant regulator’s electronic case management system. One of the purposes of the search was to provide the medical practitioner conducting the post-mortem examination with any relevant information relating to the child. However, many records of the regulator relating to the child were not stored in the electronic case management system, but in hard copy, such as daily log books, case note books, loose pieces of paper and desk pads. In some cases, the contents of these records were later entered into the electronic system.

As a result, the information the police officers gathered from the searches of the regulator’s electronic case management system, and the information they passed on to the pathologist, was incomplete.

112 Report of the Queensland Ombudsman: An investigation into the adequacy of the actions of certain government agencies in relation to the safety, wellbeing and care of the late baby Kate, who died aged 10 weeks, October 2003, Brisbane.
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10.7.2 What we recommend

The policies and training recommended at 10.1.2 should highlight the need for officers to ensure that records are not stored separately from the electronic file or, where this is not practicable, that the electronic file identifies the unattached records and their location.

10.8 ORGANISATION OF RECORDS

Records should be stored in files maintained in a format that is logical and easy to search because where records are poorly organised:

- it is difficult to track the actions taken in response to a notification or the findings of proactive compliance inspection and follow-up inspections without reading the entire file. The problem is magnified if one file has been maintained over a number of years in relation to all regulatory action taken in respect of a potential offender
- there is a risk that issues relating to a particular notification or proactive compliance inspection will not be followed up because an enforcement officer has overlooked relevant documents on a paper file containing a large volume of unrelated documents. These problems are exacerbated if the officer who has knowledge of a file is transferred, takes extended leave or permanently leaves the regulator
- it is difficult and time consuming for an officer to respond to a request for documents under the RTI Act and/or a request for a statement of reasons under the Judicial Review Act 1991
- it may be difficult for officers to later explain their actions and decisions to their supervisors or to external review bodies.

10.8.1 What we have found

The following case studies demonstrate the problems that can arise from poor file management.

CASE STUDY 89

Our examination of the records of a regulator revealed the following inadequate recordkeeping practices:

- files were not maintained in a logical order and were therefore difficult to follow
- there was no way of identifying whether the files were complete
- the location of physical evidence was not recorded
- the significance of various named individuals to the investigation was not apparent
- the dates of file movements and reviews were not consistently recorded
- file notes had not been made of some significant operational actions
- facts were not recorded clearly
- where opinions were recorded, they were generally not accompanied by any explanation of the basis on which the opinions were held.
CASE STUDY 90

During an interview between our investigators and a regulator’s enforcement officer (E), the officer was repeatedly unable to locate documents relevant to the investigation he wished to draw to our investigator’s (I) attention:

E: … I investigated this incident and my report is attached. Now, if these things are in the proper order it would be sitting right at the beginning of one of them.
I: It would be nice wouldn’t it.
E: All I’ve got here is a mishmash of documents all over the place.
I: Yes.
E: Oh, well, can’t find it … Now, it should be on the file. It’s not evident on the file … I am sure it’s somewhere in there. If the file was in the right order I’d be able to point it out to you.

CASE STUDY 91

The practice of some units of a regulator was to keep a single file for all issues relating to a potential offender. Documents relating to a variety of issues were stored within those files in no logical order. In many instances, the one file contained documents relating to:

- licence arrangements
- notifications by unrelated people about unrelated incidents
- proactive compliance inspections.

10.8.2 What we recommend

Regulators should develop and implement a policy that ensures separate files (or separate sections in a paper file) are maintained for documents concerning a potential offender that relate to any of the following:

- each incident, including an incident the subject of notifications by more than one notifier
- each proactive compliance inspection/activity and follow-up
- other more general issues, such as documents concerning licence arrangements.

10.9 PROJECT MANAGED CASES

Project management is a specialised discipline for planning, assigning and controlling work and completing it in accordance with predetermined milestones. Project management is usually the responsibility of an individual project manager.

The project management approach requires:
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- the appointment of the project manager and members of the project team
- the completion of a project plan (similar to an investigation plan – see paragraph 4.1.1 and Appendix A – but also identifying the project team and their responsibilities)
- assignment of the project work to the members of the project team
- control of the execution and completion of the project work by the project manager in accordance with the project plan.

Good recordkeeping practices are of critical importance to effective project management of cases to ensure good communication is maintained with the project team.

10.9.1 What we have found

Some regulators do not realise the critical importance of recordkeeping in the project management process, as the following case study illustrates.

CASE STUDY 92

In December 2005, a project managed investigation was approved. There was no record of the project team members and the roles and tasks of each member.

Until at least May 2006, no further action was taken in connection with the case as it appeared the specialist investigations unit was waiting for certain information from the original enforcement officer. The original enforcement officer appeared to be unaware of his role in the further investigation.

10.9.2 What we recommend

Regulators should develop and implement policies requiring that records are made of significant operational activity relating to a project managed case and kept on the relevant file or files so that the members of the project team are aware of their responsibilities from time to time.

10.10 INTERNAL SELF-ASSESSMENT TOOLS AND/OR INTERNAL AUDITS

Version 1.01.00 of the Best Practice Guide\textsuperscript{113} suggested that public authorities develop internal self-assessment tools and/or internal audits for records management practices, systems and procedures.

10.10.1 What we have found

Our investigations frequently show that regulators do not utilise such tools.

\textsuperscript{113} Queensland State Archives (January 2003) Best Practice Guide to Recordkeeping, V1.01.00, Brisbane: Queensland State Archives at clause 7.1.2.
CASE STUDY 93

Our investigation of a regulator’s practice revealed significant deficiencies in the agency’s recordkeeping practices. The regulator was unaware of these deficiencies and, in all likelihood, would not have become aware of these deficiencies as it did not conduct audits of its records and did not utilise effective internal self-assessment tools.

10.10.2 What we recommend

Regulators should develop and implement policies that ensure:

- internal self-assessment tools and/or internal audits are used to identify whether officers are complying with IS40
- any identified breaches are corrected.
CHAPTER 11: ELECTRONIC DATA CAPTURE

As mentioned, IS40 is supported by the Best Practice Guide, which has advised regulators to 'make the [electronic] capture of records as easy as possible or transparent to the user'.

The IS40 Compliance Checklist also suggests that regulators 'incorporate effective searching and retrieval tools' in recordkeeping systems.

Effective data capture practices will enhance the reliability of the data and therefore the effectiveness of a regulator’s electronic case management systems for both case and performance management and for statistical reporting.

11.1 ACCURACY OF DATA

A regulator needs to act both proactively and reactively to minimise the amount of inaccurate data entered in its case management system.

11.1.1 What we have found

The following case study contains examples of types of inaccurate data that can result from poor data entry practices.

CASE STUDY 94

Our inspection of the electronic case management system of a regulator showed the following types of incorrect entries in fields that were relevant to whether it was meeting its performance targets:

- site inspections undertaken in response to notifications were incorrectly recorded in the system as having been undertaken proactively
- inspections of documents provided by licence holders relevant to licence renewals were entered as site inspections
- three notifications from different sources that related to the same incident were entered into the same electronic record, although they should have been entered as three separate cases so as to maintain accurate data about the number of notifications received
- the regulator publicly reports an estimate of the amount potential offenders spend on rectifying alleged offences in each year as a result of its intervention. Enforcement officers had been requested to enter these amounts in a specific field when a potential offender had completed work carried out to comply with an enforcement action. At our request a senior officer audited compliance with this procedure and ascertained that it was not being followed consistently.

---

Our examination of the regulator’s policies relating to data entry indicated that they provided inadequate guidance to officers. Furthermore, the regulator had no procedure for auditing the accuracy of its data.

11.1.2 What we recommend

Regulators should develop and implement policies that ensure the entering of inaccurate data in case management systems is minimised by taking:

- proactive measures, including the development of business rules for the entry of data in case management systems and the provision of training
- reactive measures, such as using internal self-assessment tools and/or internal audits to identify and correct inaccurate data and poor data entry practices.

11.2 DATA IN FORM USEFUL FOR CASE MANAGEMENT

Enforcement officers and supervisors are required to take into account the history of potential offenders (for example, licence changes, annual reviews, notifications, proactive compliance activities and outcomes of previous cases) when making decisions about regulatory action (such as the appropriate enforcement action and submissions to be made to a court on penalty).

Their consideration of such information can be facilitated by recording and maintaining it in a logical and readily accessible way.

11.2.1 What we have found

Some regulators’ case management systems make it difficult for officers to retrieve the data they require, as the following case study illustrates.

**CASE STUDY 95**

Officers of the regulator complained that their electronic data system was only designed to capture statistics for reporting on overall performance of the regulator. They resented having to enter data that they felt was no use to them in their day-to-day management of cases.

11.2.2 What we recommend

Regulators should implement electronic case management systems that enable enforcement officers and supervisors to:

- conveniently view the history of regulatory compliance by, and action in relation to, a potential offender in chronological order
- efficiently search for cases with facts similar to the case they are investigating.
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11.3 AUTOMATIC REPORTING

Where possible, a regulator’s case management system should be capable of producing reports on its performance against its key performance indicators and should be used for that purpose.

11.3.1 What we have found

In one case we investigated, the regulator’s case management system, although capable of producing certain reports on operational activity, was not being used for that purpose.

CASE STUDY 96

Enforcement officers in district offices stated that they regularly received requests from head office to provide certain case related data, which the officers believed head office could have obtained from the electronic system. Officers complained that responding to these requests was very labour intensive.

We recommended to the regulator that it make optimal use of its case management system rather than requiring enforcement officers to manually collate data.

11.3.2 What we recommend

Regulators should implement case management systems capable of producing reports on its performance against its key performance indicators and effectively utilise those systems for reporting purposes.

---

CHAPTER 12: COMPLAINT MANAGEMENT

This chapter refers to complaints about the regulator itself.

As stated in the WEP report, a complaint management system encompasses an agency’s policy, procedures and practices for, and the technology applied to, the handling of complaints. Good complaint management is an integral part of quality customer service and also provides benefits for the agency and staff. Effective systems:

- enable poor decisions to be quickly and efficiently rectified before they become serious and/or systemic
- provide information that can be used to identify areas for improvement.

12.1.1 Our Complaints Management Program

Our Complaints Management Program is a long term, multi-phased initiative that aims to improve the complaints management systems of state government agencies and local councils.

During Phase 1, completed in 2005, we helped eight state government agencies and three councils develop their systems to satisfy the Australian standard for complaint handling.

During Phase 2, completed in March 2008, we encouraged all state government agencies and local councils to develop and implement fair and effective complaint systems using our complaints management resources.

In November 2006, the Public Service Commissioner, acting on the Ombudsman’s recommendation, issued Directive 13/06 – Complaints Management Systems for state government agencies.

Directive 13/06 required state government agencies to implement visible, accessible and responsive complaint management systems to better handle community complaints by 11 November 2007. The directive also required agencies to develop written policies and/or procedures, to devise a mechanism for recording complaints data and to make available appropriate resources (including trained staff).

During Phase 3 of the program, we assessed the extent to which state government agencies had complied with Directive 13/06 and other best practice indicators. We also continued to give advice and make recommendations to agencies about ways of improving their systems.

During 2008-09, we continued to audit state government agencies’ compliance with Directive 13/06 by asking them to complete questionnaires and provide copies of their complaints policies and procedures for our assessment. Between July and December 2008, we audited the 38 responses we received and identified areas for improvement. We also audited agency websites to assess the visibility and accessibility of their complaints management systems. We also reviewed agency policies, procedures and other documents.

We then wrote to participating agencies informing them of our assessment of their level of compliance and making recommendations for improvement.

During 2008-09, we also commenced an audit of the compliance of local councils' complaints management systems against:

- the General Complaints Process outlined in the Local Government Act
- other best practice complaints management indicators.

We distributed self-audit toolkits to 56 councils in February 2009. All councils responded and we are presently assessing their responses. In May 2009, we also completed an audit of councils’ websites that assessed the visibility and accessibility of their complaints management systems.

12.1.2 Complaints management requirements

As mentioned, Directive 13/06 applies to state government agencies. The purpose of the directive is to 'establish complaints management systems in agencies and to specify the minimum standards for such systems'.

In the directive, 'complaints management system' means the 'policy, procedures, personnel and technology used by an agency in receiving, recording, responding to and reporting about complaints'.

Clause 6.1 of the directive provides that 'All agencies must implement and maintain a system or systems for complaints management'. Clause 6.2 provides that 'An agency's complaints management system is to be supported by written policies and/or procedures'.

Local councils are required to have a general complaints process complying with chapter 6, part 5 (General Complaints Process) of the Local Government Act 1993.

The following case study demonstrates the confusion that can result when a regulator does not have an adequate complaints management system.

CASE STUDY 97

In one of our investigations, we noted there appeared to have been some confusion about the way complaints should be raised with the agency.

An officer told us the complainant made no attempt to report his claims to the agency’s district office before contacting the agency’s head office. The officer had refused to address the issue until ‘the chain of command was adhered to’.

However, we were unable to locate any information on the agency’s website advising the public on the correct process for raising complaints with the agency.

We recommended that the agency implement a complaints management system and make information about the system publicly available so that people would know how to raise a complaint with the agency and how their complaint would be managed.
12.1.3 What we recommend

As a starting point, regulators should have a complaints management system that complies with:

- for state government agencies, Directive 13/06
- for local councils, the requirements of a general complaints process as specified in chapter 6, part 5 of the Local Government Act 1993.

To achieve this, each regulator needs to ensure that its complaints management system has, as a minimum, the following elements:

- visibility and access
- responsiveness
- assessment and action
- feedback
- monitoring effectiveness.

The Complaints Management Program\textsuperscript{119} and Complaints Management Resources\textsuperscript{120} pages of our website provide suggestions on how regulators may enhance their complaints management systems by adding various best practice features.

\begin{itemize}
\end{itemize}
CHAPTER 13: AUDITS OF REGULATORS

13.1 PERFORMANCE AUDITS

The International Organisation of Supreme Audit Institutions (INTOSAI) is a professional organisation for the external government audit community.\(^{121}\) It develops guidelines and standards for the conduct of regularity (financial) audits and performance audits. Chapter IV of its Auditing Standards\(^ {122}\) is titled Reporting Standards in Government Auditing.

The Auditing Standards explain:

> In a performance audit, the auditor reports on the economy and efficiency with which resources are acquired and used, and the effectiveness with which objectives are met. Such reports may vary considerably in scope and nature, for example covering whether resources have been applied in a sound manner, commenting on the impact of policies and programs and recommending changes designed to result in improvements.\(^ {123}\)

Further:

> In contrast to regularity audit, which is subject to fairly specific requirements and expectations, performance audit is wide-ranging in nature and is more open to judgement and interpretation … As a consequence performance audit reports are varied and contain more discussion and reasoned argument.\(^ {124}\)

The Auditing Standards require the audit and its report to have reference to the 'Objectives and scope' of the audit. In deciding the objectives and scope of the audit, the auditor should have regard to the particular legislative objects of the regulator to be audited.

Also:

> Audit opinions and reports should indicate the auditing standards or practices followed in conducting the audit, thus providing the reader with an assurance that the audit has been carried out in accordance with generally accepted procedures.\(^ {125}\)

13.2 AUDITS OF REGULATORS

Regulators can identify efficiencies by commissioning internal and external audits of their performance, using the principles of performance auditing as a guide.

---

\(^{121}\) Members of this community are supreme audit organisations (SAIs) such as Auditors-General (INTOSAI (2006) International Organization of Supreme Audit Institutions, retrieved 20 November 2006 from the world wide web: www.intosai.org/en/portal/about_us/).


13.2.1 Regulator’s audit tool

We have developed a Regulator’s Audit Tool, based on the recommendations contained in this report.\textsuperscript{126} However, as discussed in the Auditing Standards, the tool is a ‘procedure’ for use in preparing the audit report, but like any procedure is a guide only.\textsuperscript{127}

Where novel circumstances (such as a unique legislative object of the regulator audited) result in the tool producing an incomplete view of the regulator’s endeavour, a qualification should be made in the audit report regarding the findings.

13.2.2 What we recommend

Regulators should:

- conduct regular performance audits of their enforcement action
- consider using the Regulator’s Audit Tool in Appendix B, or a similar tool, to guide that process.


It is not uncommon for regulators to claim that they have insufficient resources to effectively discharge their regulatory responsibilities. Whether a regulator’s claim is a valid one, it is highly likely it will be able to improve its operational effectiveness by reviewing its regulatory practice and systems in accordance with the recommendations in this report.

As we have noted, regulators must not only carry out their regulatory responsibilities effectively, they must also act consistently and in a transparent and accountable manner. Therefore, some of our recommendations are directed to this aspect of regulators’ performance.

Regulators sometimes defend their poor record on this aspect of their performance by claiming that they cannot afford to divert resources away from their core business. However, they need to recognise that meeting reasonable standards of consistency, transparency and accountability is also part of their core business.

Furthermore, initiatives aimed at improving consistency, transparency and accountability, even where they entail some initial investment of funds, frequently have a positive impact on a regulator’s effectiveness and economy.

For example:

- an audit undertaken to identify inconsistencies in operational decision-making and practice may reveal:
  - lack of supervision or training
  - inefficiencies in the way some units are carrying out their responsibilities compared with other units
  - unauthorised practices that could have had serious adverse consequences for the regulator had they not been discovered
  - the allocation of resources to a particular type of activity that is not consistent with the policy or priorities of head office

- a well structured system for prioritising cases will assist a regulator to make more effective decisions about the use of resources

- a case management system that provides regular, reliable reports on performance will inform decisions about resourcing as well as identifying system deficiencies and ways of improving the regulator’s business processes and, ultimately, the quality of the service the regulator provides to the community

- regulators with overlapping responsibilities need to have arrangements in place to effectively coordinate their regulatory activity to minimise duplication of effort and avoid any gaps in the regulatory framework.

---
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These are issues regulators simply cannot afford to ignore.

I encourage the chief executive officers and senior officers of regulators to use this report as a resource for reviewing and evaluating their regulatory systems.
APPENDIX A: INVESTIGATION PLAN TEMPLATE

INVESTIGATION PLAN

<table>
<thead>
<tr>
<th>Allegations</th>
<th>Issues for investigation</th>
<th>Legislation, policy, other benchmarks</th>
<th>Facts to be proved</th>
<th>Tasks/avenues of inquiry</th>
</tr>
</thead>
</table>

APPENDIX B: REGULATOR’S AUDIT TOOL

The concept

... there are some fundamental minimum requirements for a regulator to meet the standard of a competent regulator ...

... there is sufficient commonality between regulators to make possible meaningful comparison of regulatory capability using a single audit system.'

‘Auditing Regulatory Agencies’

Audit tool

The Queensland Ombudsman has developed a Regulator’s Audit Tool, based on the recommendations contained in his report, *Tips and Traps for Regulators*.

The tool can be used as a resource by public sector agencies with regulatory functions in assessing their policies and practices for those functions.

Like any procedure, the tool is intended as a guide only.

Agencies using the tool should also have regard to the Ombudsman’s report, which explains the significance of the criteria comprising the checklist.

**Who should use the audit tool?**

Depending on the size and structure of your agency, the tool may be applied by one person or may require a team effort. Ideally, a senior member of management should be involved. Some statements may need to be referred to particular officers.

**Participant instructions**

The checklist is a self-assessment diagnostic tool. Each section corresponds to key issues common to regulatory agencies and contains statements that participants need to assess.

Use the following five-point scale to assess each indicator with one being incorrect and five being most correct for the applicability of each statement to your agency’s practice and procedures.

<table>
<thead>
<tr>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
</tr>
</thead>
<tbody>
<tr>
<td>Incorrect</td>
<td></td>
<td></td>
<td></td>
<td>Correct</td>
</tr>
</tbody>
</table>

A low score for a statement or for several statements relating to one area (e.g. recordkeeping) may indicate that your agency needs to make improvements to its regulatory practice in that area.

You should also consult the relevant parts of the Ombudsman’s report, *Tips and Traps for Regulators*, for ideas on improvements your agency can make to its systems and practices.

The recommendations in *Tips and Traps for Regulators* are necessarily of a general nature as each regulator is different. We invite you to seek the assistance of the Ombudsman’s Administrative Improvement Unit in implementing the suggested improvement measures in the way that best suits your agency’s circumstances.
Recruitment practices

1) The selection criteria for enforcement officer positions place appropriate emphasis on investigative knowledge, technical knowledge and skills and values, as relevant to the regulatory scheme.

2) ‘Gaps’ in the knowledge, skills and values of new recruits are identified and bridging training is arranged promptly.

3) Procedures are in place to ensure that new staff do not monitor entities for which they have recently worked.

Policies and manuals

4) The regulator has manuals for enforcement officers that cover:
   a) legislation and available enforcement options
   b) investigative and other enforcement practices
   c) regulatory strategy
   d) recordkeeping
   e) appropriate relationships with the regulated industry.

Training

5) The regulator’s training program covers its policies and encompasses appropriate types of training, whether provided externally or internally, such as standard training, bridging training, refresher training, advanced training, or training to enhance professional or technical skills.

6) The regulator’s training program is reviewed at regular intervals.

7) An identified officer is responsible for managing the training program.

8) Participant feedback is routinely obtained and used to ensure training is responsive to the needs of enforcement officers.

9) Training is provided in all areas of regulatory practices, including recordkeeping.

10) The regulator has a performance review and planning process for the continuing development of competencies for enforcement officers.
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11) The regulator has a mentoring program for its enforcement officers and other appropriate officers.

12) All enforcement officers are promptly advised of changes to legislation and policies relevant to their work, as well as the intent and effect of those changes.

Prioritisation systems

13) Cases are prioritised in accordance with a priority rating system.

14) Greater investigative resources are allocated to cases with higher ratings.

15) Wherever practicable (and subject to the regulator’s legislation), cases with the lowest priority ratings are addressed in less formal and more cost effective ways.

Prioritisation of anonymous notifications

16) Anonymous notifications are assessed against the same criteria as other notifications, including whether the notification is capable of investigation, and are not routinely classified as ‘low priority’.

Balancing reactive and proactive work

17) The regulator’s enforcement strategies include both reactive and proactive work.

18) The regulator has appropriate policies providing a basis for its regulatory strategies.

Note: If the regulator does not undertake proactive work, go to statement 27.

19) The regulator’s enforcement program and focus of proactive work are clearly set out in an operational plan or similar.

20) The reasons for focusing on those areas are recorded (not necessarily in the operational plan).

Note: If the regulator does not use risk ranking to identify and prioritise areas for proactive work, go to statement 24.

21) Guidelines are provided on the justification for allocating the various risk rankings.
22) The level of officer authorised to set and/or change the risk ranking is specified.

23) The reasons for setting or altering the risk ranking are recorded.

24) The various levels of proactive work are adequately described (e.g. the meaning of a level one or level two inspection).

25) The circumstances in which each level of proactive work will be undertaken are described.

26) Supervisors monitor the performance of proactive work to check if it is being carried out in accordance with the policies.

Prior warning

27) Advance warnings of audits of particular premises on a particular day are not routinely given.

Duty to assess notification

28) Set criteria are applied to the assessment of each case to determine the extent to which it will be investigated.

Consistency in enforcement

29) Specified types of activities are not given blanket exemptions from prosecution or other enforcement action.

30) Guidelines are provided to ensure enforcement officers take prosecution or other enforcement action in a consistent and transparent way.

31) The regulator has in place a system for regularly auditing compliance by enforcement officers with relevant legislation and policies and, in the case of regulators with a decentralised enforcement model, uses a centralised system to promote consistent enforcement action.

Investigative planning

32) Unless there are good reasons for not doing so, every investigation of any significance is the subject of an appropriate investigative plan.
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33) Investigative activity does not commence until the plan has been approved by a supervisor except where there is a risk that evidence will be lost or become difficult to obtain unless immediate action is taken.

34) Investigation plans are regularly reviewed and changed if circumstances require.

35) Supervisors give a high priority to enforcement officers preparing investigative plans and to reviewing those plans to ensure all relevant lines of inquiry are followed.

Enforcement options

36) Enforcement officers have access to a range of enforcement options appropriate to minor and major breaches of the regulatory scheme.

Training in evidence gathering

37) Enforcement officers are provided with the requisite training in the laws of evidence and evidence gathering, so that they are able to make informed decisions about the nature of the evidence required to prove the elements of an offence and how to obtain the evidence.

38) Enforcement officers are provided with training on the need to ensure that their administrative decisions (e.g. whether there are sufficient grounds to issue a warning notice) are supported by evidence that bears a logical connection to them.

Use of legal advice

39) Legal advice is obtained where there is uncertainty as to the rights, obligations and liabilities of the regulator or the meaning of the legislation it enforces, where the issue has a significant bearing on the regulator’s operations.

Expert witnesses

40) A central register is maintained of all internal and external expert witnesses that includes details of the expert witnesses’ qualifications and experience.

Bring-up systems

41) The regulator’s electronic case management system records the dates by which critical operational actions must be completed.
42) The regulator’s electronic case management system generates reminders/bring-ups prior to the due date for an action.

43) The regulator’s electronic case management system notifies the appropriate supervisor when an action has not been completed by the due date.

**Systems for effective investigation**

44) The regulator has a system for verifying if potential offenders have taken steps they have been directed to take or have agreed to take and does not rely solely on the potential offender’s assertion to that effect.

45) Where a potential offender conducts its own investigation of a potential regulatory breach by its employees and concludes that no breach has occurred, the regulator carefully reviews the investigation and findings.

**Supervisory systems**

46) Supervisors review enforcement officers’ decisions/recommendations that enforcement action be taken or not be taken.

47) Supervisors make an appropriate record of why they supported or did not support the decision/recommendation.

48) A written procedure requires that officers of a stated level of seniority authorise the closure of different categories of cases depending on their seriousness.

49) The performance of supervisors is regularly assessed under a formal system that does not give undue importance to the number of cases closed by their subordinates without taking any compliance action.

**Review systems**

50) A sample of cases is reviewed at regular intervals, with emphasis on cases closed without enforcement action being taken, to identify inconsistent decision-making and inefficient or unauthorised practices.

51) The sample is selected in such a way as to be reasonably representative of the total case population and, generally, is weighted in favour of the more serious cases.
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52) Case reviews are undertaken by an officer or officers of sufficient seniority and experience.

53) A system is in place to ensure that appropriate action is taken in response to instances of inconsistent decision-making and inefficient or unauthorised practices identified through case reviews.

Approval systems

54) The regulator has approval processes in place to ensure, to the extent possible, consistency in decisions about whether to take prosecution action or other enforcement action.

55) Audits are conducted at regular intervals to ensure the approval processes are being complied with.

Delegations

56) If it is considered appropriate that a senior officer make all decisions of a certain type, the situation is monitored to ensure a bottleneck does not develop.

57) Written delegations are in place and are regularly reviewed.

58) A system is in place to ensure enforcement officers are aware of the limits of their delegated authority.

Organisational structure

59) The regulator reviews its organisational structure at regular intervals to ensure it provides optimal support in achieving its goals and objectives.

Review of policies

60) Officers are allocated responsibility for the review of specified policies.

61) A system is in place to remind an officer responsible for the review of a policy when it is time to undertake the review.

62) In reviewing a policy, the officer responsible properly consults with officers in the field who frequently apply that policy.

Note: If the regulator does not have any partner agencies, go to statement 69.
Lead agency and partner agencies

63) Partner agencies have appropriate arrangements in place in accordance with the relevant legislation (supported by a written agreement such as a memorandum of understanding), identifying which regulator is the lead agency for specified categories of cases and the responsibilities of partner agencies.

64) The lead agency ensures that cases within the jurisdiction of the regulation group continue to be appropriately assessed and actioned where another regulator refuses to carry out its regulatory responsibility.

65) The regulator’s policies regarding the administration of its regulatory responsibilities can be conveniently accessed by partner agencies.

Sharing of case records

66) Written arrangements are in place to facilitate the exchange of relevant case information between partner agencies in a timely way, subject to any requirements to maintain confidentiality (e.g. a memorandum of understanding).

Referrals

67) The regulator sends referrals to the receiving regulator in a timely way.

68) The regulator ensures the receiving regulator has accepted the referral before closing its case.

69) The regulator maintains communication with the notifier until the referral is accepted by the receiving regulator.

70) The receiving regulator advises the referring regulator as soon as practicable whether it accepts responsibility for dealing with the referral.

71) Where the receiving regulator decides to deal with a case that has been the subject of a referral, it advises the notifier of that decision as soon as practicable.
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Making policies publicly available

72) The regulator:

a) identifies 'policy document' as defined in the dictionary to the Right to Information Act
b) makes those policies available for inspection and purchase by members of the community, in accordance with s.20 of the Act.

Updates to notifier

73) An acknowledgement of all notifications is provided, either orally or in writing, as soon as possible after receipt of the notification.

74) Where the acknowledgement is given orally, the officer makes and keeps a record that it was given.

75) When a case is allocated to a new officer, the regulator advises the notifier of that fact and the contact details of the case officer.

76) All notifiers (including potential offenders that have reported their own potential breaches) are kept informed of the status of their notifications at regular intervals, to the extent that this does not prejudice the investigation or breach an obligation to maintain confidentiality.

Note: If the regulator does not have any partner agencies, go to statement 82.

Communication with persons affected

77) Persons with a genuine interest in the outcome of enforcement action are kept up to date on the progress of the investigation and informed of the outcome in a timely way, to the extent that this does not prejudice the investigation or breach an obligation to maintain confidentiality.

Confidentiality of notifier details

78) The regulator maintains confidentiality in respect of the notifier's identity wherever possible.
79) If it becomes necessary, during the course of an investigation, to disclose a notifier’s identity, the regulator advises the notifier of the proposed disclosure before it is made.

80) Officers do not give blanket guarantees that the regulator will not release the notifier’s name and other identifying information.

Jurisdiction

81) Each partner agency’s jurisdiction is clearly defined.

82) Where more than one regulator has jurisdiction over aspects of a regulatory scheme, each has mutually exclusive jurisdiction.

83) Any factual inquiries required to determine questions of jurisdiction are straightforward.

84) Partner agencies have appropriate arrangements in place (supported by a written agreement such as a memorandum of understanding) requiring them, in enforcing the regulatory schemes, to have regard to each other’s responsibilities and to facilitate each other’s work.

Penalties

85) The legislation establishing the regulatory scheme provides for penalties that are appropriate to breaches of different levels of seriousness.

86) The legislation establishing the regulatory scheme provides for penalties that are consistent with the range of penalties provided in overlapping regulatory schemes in relation to breaches of a similar kind.

Review and clarification

87) The regulator periodically reviews legislation relating to any regulatory scheme it administers to identify any inconsistency with legislation relating to an overlapping regulatory scheme.

88) In respect of any such ambiguity and/or inconsistency identified, the regulator seeks appropriate amendments to address the ambiguity or inconsistency.
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Where potential offender is another regulator

89) The regulator treats other regulators that are also potential offenders consistently with the way it treats other potential offenders.

Conflict of interest and bias

90) The regulatory scheme does not, directly or indirectly, create potential conflicts of interest for its officers.

91) Conflicts of interest are recorded and reported to supervisors and appropriately dealt with to prevent situations arising that involve actual or apprehended bias.

92) Enforcement officers are trained in recognising and dealing with conflicts of interest.

Promoting perception of regulatory independence

93) The regulator does not have other responsibilities for the activity it regulates that are inconsistent with the perception of impartial and independent enforcement (e.g. promotion of the activity).

94) There is a clear and well-publicised procedure for reporting conflicts of interest.

95) Particularly in rural and remote areas, the regulator has clear guidelines for staff to help them avoid social and other situations outside work that may give rise to a perception of bias.

96) Regional staff are regularly involved in activities with headquarters to promote organisational identification and cohesiveness.

97) The regulator conducts unannounced inspections wherever possible.

98) Officers formally record reasons justifying why they are not proceeding with compliance action, where this is the outcome of an investigation.

99) Informal or oral warnings are recorded on the agency’s database.

100) The regulator regularly and publicly reports on its compliance activities.
101) The regulator does not rely on the regulated industry for support, e.g. travel to and from sites, accommodation, meals and hospitality.

102) The regulator has an adequate range of compliance tools available to it.

**Recordkeeping**

103) The regulator provides appropriate training to enforcement officers on recordkeeping and their obligations under the Public Records Act 2002 to make and keep records.

104) The regulator conducts regular audits of files to ensure records are being properly kept.

105) A system is in place for monitoring compliance with the requirement that sufficiently detailed records are made and kept of all operational activities.

106) Records of operational activities are made as contemporaneously as possible.

107) A record is kept of all personal details given by a notifier and of any request by a notifier to remain anonymous or that the notifier’s identity not be disclosed to a specified person or persons.

108) Appropriate arrangements are made for the security of the information in accordance with the level of sensitivity of the information.

109) Supervisors conduct regular audits of records to ensure that enforcement officers:

   a) are complying with the Public Records Act
   b) do not record gratuitous or derogatory remarks in those records.

110) Where the regulator uses an electronic case management system, the existence and location of any paper records are identified on the electronic file.

111) In relation to project managed cases, records of significant operational activity relating to a case are kept on the relevant file or files so that the members of the project team are kept apprised of developments and their responsibilities.
112) Internal self-assessment tools and/or internal audits are used to identify whether officers are complying with IS40.

113) A process exists to ensure any identified breaches of IS40 are corrected.

**Electronic data**

114) Proactive measures are taken to minimise inaccurate data being entered on case management systems, including the development of business rules for the entry of data and training.

115) Reactive measures are taken to minimise inaccurate data being entered on case management systems, such as using internal self-assessment tools and/or internal audits to identify and correct inaccurate data and poor data entry practices.

116) Enforcement officers and supervisors can conveniently view the history of regulatory compliance by, or action in relation to, a potential offender in chronological order.

117) Enforcement officers and supervisors can efficiently search for cases with facts similar to the case they are investigating.

**Performance reporting**

118) The regulator’s case management system is capable of producing reports on its performance in respect of its key performance indicators and these reports are effectively utilised for reporting purposes.

**Complaint management – State agencies**

119) The regulator has a complaints management system complying with the Queensland Public Service Commissioner’s Directive 13/06 called Complaints Management Systems.
Complaint management – local councils

120) The council has a general complaints process that complies with the relevant local government legislation.

Performance audits

121) The regulator conducts periodic performance audits of its enforcement activities.
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